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Trademarks 

CompactLogix, ControlLogix, & PLC-5 are registered trademarks of Rockwell Automation, Inc. EtherNet/IP is a trademark of the ODVA. 

MicroLogix, RSLogix 500, and SLC are trademarks of Rockwell Automation, Inc. Microsoft, Windows, and Internet Explorer are registered 

trademarks of Microsoft Corporation. BACnet® is a registered trademark of American Society of Heating, Refrigerating and Air-Conditioning 

Engineers (ASHRAE). All other trademarks and registered trademarks are the property of their holders. 

Limited Warranty 

Real Time Automation, Inc. warrants that this product is free from defects and functions properly. 

EXCEPT AS SPECIFICALLY SET FORTH ABOVE, REAL TIME AUTOMATION, INC. DISCLAIMS ALL OTHER WARRANTIES, BOTH 

EXPRESSED AND IMPLIED, INCLUDING BUT NOT LIMITED TO IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A 

PARTICULAR APPLICATION. THIS LIMITED WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS. YOU MAY ALSO HAVE OTHER 

RIGHTS, WHICH VARY FROM STATE TO STATE. 

The examples and diagrams in this manual are included solely for illustrative purposes. Because of the many variables and requirements 

associated with any particular application, Real Time Automation, Inc. cannot assume responsibility or liability for actual use based on the 

examples and diagrams. Except as specifically set forth above, Real Time Automation and its distributors and dealers will in no event be liable 

for any damages whatsoever, either direct or indirect, including but not limited to loss of business profits, income, or use of data. Some states 

do not allow exclusion or limitation of incidental or consequential damages; therefore, the limitations set forth in this agreement may not apply 

to you. 

No patent liability is assumed by Real Time Automation with respect to use of information, circuits, equipment, or software described in this 

manual. 

Government End-Users 

If this software is acquired by or on behalf of a unit or agency of the United States Government, this provision applies: The software (a) was 

developed at private expense, is existing computer software, and was not developed with government funds; (b) is a trade secret of Real Time 

Automation, Inc. for all purposes of the Freedom of Information Act; (c) is ñrestricted computer softwareò submitted with restricted rights in 

accordance with subparagraphs (a) through (d) of the Commercial ñComputer Software-Restricted Rightsò clause at 52.227-19 and its 

successors; (d) in all respects is proprietary data belonging solely to Real Time Automation, Inc.; (e) is unpublished and all rights are reserved 

under copyright laws of the United States. For units of the Department of Defense (DoD), this software is licensed only with ñRestricted Rightsò: 

as that term is defined in the DoD Supplement of the Federal Acquisition Regulation 52.227-7013 (c) (1) (ii), rights in Technical Data and 

Computer Software and its successors, and: Use, duplication, or disclosures is subject to restrictions as set forth in subdivision (c) (1) (ii) of the 

Rights in Technical Data and Computer Software clause at 52.227-7013. If this software was acquired under GSA schedule, the U.S. 

Government has agreed to refrain from changing or removing any insignia or lettering from the Software or documentation that is provided or 

from producing copies of the manual or media. Real Time Automation, Inc. 

© 2020 Real Time Automation, Inc. All rights reserved. 
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Revision History 

Version Date Notes 

8.3.9 10/21/2019 Features Added 
1. Released BACnet MS/TP Slave Protocol on N2E Hardware 
2. Released Profinet on N2E Hardware 
3.Updated GSMDL file with new icons 
4. Released S7 protocol  
5. Released Wi-Fi Hardware 
 
Bug Fixes 
1.Improved  functionality of the Network conifguration page when going from Independent 
to Switch Mode. 
2. Import/Export issues 

8.4.5 11/18/2019 Features Added 
1. Released OPC UA Server (US) Protocol 
2. Ability to now Import/Export Template Files with out an FTP session.  
Bug Fixes 
1. Updated Profinet Server (PS) on N34 hardware Platform 
2. Updated Wi-Fi software 
 

8.6.0 2/28/20  
Bug Fixes 
1.      Omron Plc Communication fixes for EtherNet/IP 
2.      Profinet GSDML Substitute values fix 
 
 

8.7.4 9/1/20 Features Added: 

1. BMS, BM, DFM, DS, DM, TCP, USB, PBS have been ported to the latest base software. 
2. TCP,BMS,BM now Available on N2E and N2EW hardware Platform                                       
3. New ASCII Mode Available on TCP/A/USB/WI protocols                                                          
4. User Guides updated with more examples 

 Bug Fixes: 

1. Improved Data Mapping and String Mapping performance 

2. Improved functionality/performance on EC,ETC,ES,MC,MS,BS,BC, A,,WI,PS protocols.  
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Overview 

The 460BSTCP-N34 gateway connects a BACnet/IP Client with up to 10 Ethernet TCP/IP devices.  By 
following this guide, you will be able to configure the 460BSTCP-N34 gateway.  

For further customization and advanced use, please reference the appendices located on the CD or 

online at: http://www.rtautomation.com/product/460-gateway-support/.  

If at any time you need further assistance, do not hesitate to call Real Time Automation support. 

Support Hours are Monday-Friday 8am-5pm CST 

Toll free: 1-800-249-1612 

Email: support@rtautomation.com 

 

 

 

 

 

 

 

 

 

 

 

  

http://www.rtautomation.com/product/460-gateway-support/
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Hardware Platforms 

The 460 Product Line supports a number of different hardware platforms. There are differences in how 

they are powered, what serial settings are supported, and some diagnostic features supported (such as 

LEDs).  For these sections, be sure to identify the hardware platform you are using. 

To find which hardware platform you are using: 

1) Look on the front or back label of the unit for the part number.  

2) On the webpage inside the gateway, navigate to the dropdown menu under Other and select 

Utilities. Click the Listing of Revisions button. The full part number is displayed here. 

hƴŎŜ ȅƻǳ ƘŀǾŜ ǘƘŜ Ŧǳƭƭ ǇŀǊǘ ƴǳƳōŜǊΣ ǘƘŜ ǇƭŀǘŦƻǊƳ ǿƛƭƭ ōŜ ǘƘŜ ƴǳƳōŜǊ ŦƻƭƭƻǿƛƴƎ ǘƘŜ ά-bέΥ 
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Hardware ï N34 
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Powering The Gateway 

The following steps will allow you to properly and safely power the gateway. 

 

1) Connect a 24 VDC power source to the gateway. 

a. The unit draws 125 mA at 24 VDC 

b. The gateway has a voltage operating range from 8-28 VDC, 24 VDC is recommended.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Warning improper wiring will cause unit 

failure! Use the Barrel Connector OR the Screw 

¢ŜǊƳƛƴŀƭΩǎ ǇƻǿŜǊ ŎƻƴƴŜŎǘƛƻƴΣ NOT both!  

 

 Hazardous Environment Power & Installation 

Instructions 

        This equipment is suitable for use in Class I, Division 2, Groups A, B, C and D, or non-

hazardous locations only. 

WARNING ς EXPLOSION HAZARD - Do not disconnect equipment unless power has been 

removed or the area is known to be non-hazardous. 

WARNING ς EXPLOSION HAZARD - Substitution of components may impair suitability for Class I, 

Division 2. 

THIS EQUIPMENT IS AN OPEN-TYPE DEVICE AND IS MEANT TO BE INSTALLED IN AN 
ENCLOSURE SUITABLE FOR THE ENVIRONMENT SUCH THAT THE EQUIPMENT IS ONLY 
ACCESSIBLE WITH THE USE OF A TOOL.  

WARNING ς POWER JACK (Barrel Connector, J1) IS FOR MAINTENANCE USE ONLY AND MAY ONLY 

BE USED WHILE THE AREA IS KNOWN TO BE FREE OF IGNITIBLE CONCENTRATIONS OF FLAMMABLE 

GASES OR VAPORS. IT IS NOT TO BE CONNECTED UNDER NORMAL OPERATION. 

In Hazardous Environments the unit must be powered with between 12-24 VDC, 860 mA (6 W) 

max. Supervised. The unit is certified to be operated at -40̄ C to 50°C. 
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 Instructions dôalimentation et dôinstallation pour environnement 

dangereux 

Cet équipement est conçu pour être utilisé uniquement dans des lieux de classe I, division 2, groupes A, B, C et D, 
ou non dangereux. 
 

AVERTISSEMENT - RISQUE D'EXPLOSION - Ne débranchez pas l'équipement à moins que le courant ne soit coupé 
ou que la zone ne présente aucun danger. 
 
AVERTISSEMENT - RISQUE D'EXPLOSION - La substitution de composants peut compromettre l'adéquation à la 
classe I, division 2. 
 
CET APPAREIL EST UN DISPOSITIF DE TYPE OUVERT ET IL FAUT L'INSTALLER DANS UN ENCEINTE ADAPTÉ À 
L'ENVIRONNEMENT TEL QU'IL N'EST ACCESSIBLE À L'UTILISATION D'UN OUTIL. 
 
AVERTISSEMENT - LE POWER JACK (bornes à vis, J1) est destiné exclusivement à la maintenance et ne peut être 
utilisé que lorsque la zone est connue pour être exempte de concentrations inintéressantes de gaz ou de vapeurs 
inflammables. IL NE DOIT PAS ÊTRE CONNECTÉ SOUS UN FONCTIONNEMENT NORMAL. 
   

Dans les environnements dangereux, l'unité doit être alimentée entre 12-24 VDC, 860 mA (6 W) max. Supervisé. 

L'appareil est certifié pour fonctionner entre -40 ° C et 50 ° C. 
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Mounting with a DIN Rail 

Installing 
Follow these steps to install your interface converter. 

1) Mount your DIN Rail. 

2) Hook the bottom mounting flange under the DIN Rail. 

3) While pressing the 460BSTCP-N34 against the rail, press up to engage the spring loaded lower clip and 

rotate the unit parallel to the DIN Rail. 

4) Release upward pressure. 

 
Removing 
Follow these steps to remove your interface converter. 

1) Press up on unit to engage the spring loaded lower clip. 

2) Swing top of the unit away from DIN Rail. 

  

DIN Rail 

Spring Loaded Lower Clip 
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Accessing the Main Page 

The following steps will help you access the browser based configuration of the gateway. By default, 
DHCP is enabled. If the gateway fails to obtain an IP address over DHCP it will Auto IP with 169.254.X.Y. 
For more information on your Operating system network setting refer to the Access Browser 
Configuration Doc on the CD or download from our support web site. 
 

1) Insert the provided CD-ROM into a computer also on the network. 

 
2) Run the IPSetup.exe program from the CD-ROM. 
3) Find ǳƴƛǘ ǳƴŘŜǊ ά{ŜƭŜŎǘ ŀ ¦ƴƛǘέΦ 
a. /ƘŀƴƎŜ DŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎ ǘƻ ƳŀǘŎƘ ǘƘŀǘ ƻŦ ȅƻǳǊ t/ ƛŦ 5I/t Ƙŀǎ ŦŀƛƭŜŘΦ 
i. ¸ƻǳ ǿƛƭƭ ƪƴƻǿ 5I/t Ƙŀǎ ŦŀƛƭŜŘ ƛŦ ǘƘŜ ƎŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎ ƛǎ !ǳǘƻLt ŀǘ мсфΦнрпΦ·Φ¸Φ 
ii. LŦ ǎǳŎŎŜǎǎŦǳƭΣ ƛǘ ǿƛƭƭ ǎŀȅ 5I/tΩŘ ŀǘ ŜȄΥ мфнΦмсуΦлΦмлл ƻǊ ƘƻǿŜǾŜǊ ȅƻǳǊ DCHP Client is set up. 
b. If you do not see the gateway in this tool, then your PC is most likely set up as a static IP. 
i. /ƘŀƴƎŜ ȅƻǳǊ t/Ωǎ ƴŜǘǿƻǊƪ ǎŜǘǘƛƴƎǎ ǘƻ ōŜ 5I/tΦ LŦ 5I/t ŦŀƛƭǎΣ ǘƘŜƴ ƛǘ ǿƛƭƭ ŎƘŀƴƎŜ ǘƻ ōŜ ƻƴ ǘƘŜ мсфΦнрпΦȄΦȅ 

network. 
ii. Relaunch the IP Setup tool to see if gateway can be discovered now. 
4) Click Launch Webpage. The Main page should appear. 

 
 

Default setting is set to DHCP. If DHCP fails, default IP Address is 169.254.x.y  
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Error: Main Page Does Not Launch 
If the Main Page does not launch, please verify the following: 

1) Check that the PC is set for a valid IP Address 

a. Open a MS-DOS Command Prompt 

b. ¢ȅǇŜ άƛǇŎƻƴŦƛƎέ ŀƴŘ ǇǊŜǎǎ ŜƴǘŜǊ 

c. bƻǘŜ ǘƘŜ t/Ωǎ Lt !ŘŘǊŜǎǎΣ {ǳōƴŜǘΣ ŀƴŘ 5ŜŦŀǳƭǘ DŀǘŜǿŀȅ 

2) The gateway must be on the same Network/SuōƴŜǘ ŀǎ ǘƘŜ t/ ǿƘŜǘƘŜǊ ƛǘΩǎ ǎŜǘǳǇ ŦƻǊ 5I/t ƻǊ {ǘŀǘƛŎΦ 

Once you have both devices on the same network, you should be able to ping the gateway using a MS-

DOS Command Prompt. 

 
The Screenshot above shows a gateway that is currently set to a static IP Address of 192.168.0.100.   

If you are able to successfully ping your gateway, open a browser and try to view the main page of the 

gateway by entering the IP Address of the gateway as the URL.  
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Committing Changes to the Settings 

¶ All changes made to the settings of the gateway in Configuration Mode will not take effect until the 
ƎŀǘŜǿŀȅ ƛǎ ǊŜǎǘŀǊǘŜŘ Ǿƛŀ ǘƘŜ ǿŜōǇŀƎŜΦ /ƘŀƴƎŜǎ ǿƛƭƭ ƴƻǘ ōŜ ǎǘƻǊŜŘ ƛŦ ǘƘŜ ƎŀǘŜǿŀȅΩǎ ǇƻǿŜǊ ƛǎ ǊŜƳƻǾŜŘ 
prior to a reboot.  

¶ NOTE: The gateway does not need to be restarted after every change. Multiple changes can be made 
before a restart, but they will not be committed until the gateway is restarted. 

¶ When all desired changes have been made, press the Restart Now button.  
¶ The webpage will redirect to our rebooting page shown below: 

 
¶ The reboot can take up to 20 seconds. 
o If the IP address has not been modified, the gateway will automatically redirect to the main page.   
o If the IP address was modified, a message will appear at the top of the page to instruct the user to 

manually open a new webpage at that new IP. 
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Main Page 

The main page is where important information about your gateway and its connections are displayed. 
 Mode (orange box below): 
 Running Mode: 

- Protocol communications are enabled   
- Configuration cannot be changed during Running Mode. If changes are needed, click the Configuration 

Mode button shown in the green box below  
Configuring Mode: 

- Protocol communication is stopped and no data is transmitted 
- Configuration is allowed  

Navigation (green box below): 
You can easily switch between modes and navigate between pages (Configuration, Diagnostics, and 
Other pages) using the buttons on the left hand side. 
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Device Configuration 

The device configuration area is where you assign the device description parameter. Changes can only 

be made when the gateway is in Configuration Mode.  

 
Once you are done configuring the Description, click the Save Parameters button. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

Real Time Automation, Inc. 18 1-800-249-1612 
   

  

Network Configuration 

The network configuration area is where you assign the IP address and other network parameters. 

Changes can only be made when the gateway is in Configuration Mode.  

Once you are done configuring the Network Settings, click the Save Parameters button. 

If you are changing the IP Address of the gateway, the change will not take effect until the unit has been 

rebooted. After reboot, you must enter the new IP Address into the URL. 

 

 

 

 

 

  
It is recommended to leave the DNS Gateway set to 0.0.0.0 and the Ethernet Link as 

Auto-Negotiate. If configuring the gateway to use E-mail, the DNS Gateway must be 

set. 
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BACnet/IP Server Configuration 

Click the BACnet/IP Server button to access the primary configuration page for this device.  

1) Select which Network Interface to use for this BACnet/IP connection. If using single port 

hardware, the Network Interface will default to Ethernet Port only. 

2) Enter a Device Label. This is an internal device alias used during data mapping. 

3) Enter the decimal value of the UDP Port that the gateway will communicate on. Default is 47808 

(0xBAC0). 

4) Enter a unique Instance identifier for the gateway. This value must be unique on the BACnet/IP 

network. 

5) Inactivity Timeout: Enter the amount of time, in milliseconds, the gateway should wait before a 

timeout state is declared. If the BACnet/IP client does not initiate communication within this 

time frame the BACnet/IP LED will flash red and the timeout counter will increment. Enter zero 

to disable this feature. 

6) Enter a Name, Description and Location for the gateway. These are used to identify the gateway 

on the BACnet/IP network. 

7) Bit Pack: Select the formatting of the binary input/output. Automap will use this packing size to 

map binary objects to/from the other protocol. 
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BACnet/IP Server Configuration-Data Groups 
The bottom area of the BACnet/IP Server Configuration page lets you configure multiple objects for read 

and write groups. 

There are two ways to configure this protocol: 

1) Auto-Configure Group by Data Type (Default) 

2) Manual Configure Mode 

NOTE: You may go back and forth between modes, but when reverting from Manual Configure Mode to 

Auto-Configure Mode, all changes made in Manual Mode will be discarded. 

 

The setup in the example above will give you the following results: 

¶  1 AI is created with the address of AI1 

¶ 8 BIs are created with the addresses BI1 through BI8 

¶ 500 AOs are created with the addresses AO1 through AO500 

¶ 1 CSV is created with the address of CSV51 
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BACnet/IP Server Configuration: Auto-Configure Mode (Default) 

While in Auto-Configure Mode, no fields under the data groups can be edited. Auto-Configure Mode 

looks at the other protocol and then configures the data groups below to match. BACnet/IP points will 

be defined after the other protocol is configured. 

Within the BACnet/IP server, the data will automatically be configured according to the following rules: 

3) Any 8 Bit Signed/Unsigned, 16 Bit Signed/Unsigned, 32 Bit Signed/Unsigned, 64 Bit 

Signed/Unsigned, 32 Bit Float, and 64 Bit Float data will be mapped as Analog Objects. 

4) Any Coils or 1/8/16/32 Bit Binary Packs will be mapped as Binary Objects. 

5) Any String Data Types will be mapped as CharacterString Value Objects. 

6) The input or output object direction depends on whether it is configured as a read or write on 

the other protocol. 

7) If the other protocol exceeds the number of analog, binary or CharacterString value objects the 

BACnet/IP server supports (see limits on webpage), then nothing will be mapped. You will see 

the # of Objects column remain at 0 and the main page will display the following error:  

 

o To fix this error, simply decrease the amount of data you configured on the other 

protocol so that the max number of BACnet/IP objects is not exceeded or call customer 

support to increase the limits. 
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BACnet/IP Server Configuration: Manual Configure Mode 
1) To transition from Auto-Configure Mode to Manual Configure Mode, click the dropdown in the 

middle of the BACnet/IP Server Configuration page and select Manual Configure.  
a. When prompted, click OK to confirm mode change or Cancel to remain in Auto-

Configure Mode. 

 

b. Once OK is clicked, there are two options for how to proceed.   

 

i. To keep the current data groups and object properties (includes any default object 
names, units and COV) that are already configured, press OK. 

- You would want this option if you are adding additional data groups or you 
want to modify the data group(s) that already exist. 

ii. To delete the current data groups and object properties (includes any default object 
names, units and COV) that are already there and start over, press Cancel. 

2) For each object type in the read and write data groups sections, select the number of objects 

that the server will support. 

3) Each object has its starting object number sequentially identified at one. This field may be 

modified.  

4) When done, click the Save Parameters button. 
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BACnet/IP Server Object Configuration ï Analog Objects 

Click the Set Up BACnet Names, Units, and COV button at the bottom of the BACnet/IP Server 

Configuration page to access the Object Configuration page.  

When in Auto-Configure Mode, these fields are not configurable. 

 

Follow these steps to customize analog inputs or outputs in Manual Configure Mode: 

1) Select Analog Input or Analog Output from the upper left dropdown menu. 

2) Select a Group to use. 

a) ¢ƘŜǎŜ ƎǊƻǳǇ ƴŀƳŜǎ ŀǊŜ ŘŜŦƛƴŜŘ ƻƴ ǘƘƛǎ ǇŀƎŜ ǳƴŘŜǊ ǘƘŜ άDǊƻǳǇ bŀƳŜέ ŘǊƻǇŘƻǿƴ ƳŜƴǳΦ  

b) Use case example: If there are multiple server/slave devices the RTA gateway is monitoring and 

sending over to the Build Automation System (BAS) to monitor, you can configure the group to 

represent each device. The image above displays 1 device, if there are 5 total devices then you 

Ŏŀƴ Ŏŀƭƭ DǊƻǳǇ м ά.ŀǎŜƳŜƴǘέΣ DǊƻǳǇ н άмst CƭƻƻǊέΣ DǊƻǳǇ о άwƻƻŦ ¢ƻǇέ ŜǘŎΦΦ 

3) Enter a Name to identify this object on the network. 

4) The combination of Group and Name should be unique for each point in the gateway. 

5) Select the Unit Category corresponding to the units you want this object to be identified with 

(optional). Then select the Unit from the dropdown menu.  

6) Set the COV (Change of Value) for this object.  

7) If the BACnet IP client issues a COV-Subscription, the gateway will issue a COV Notification when the 

Present-Value changes by more than the given COV-Value. This value shift can be in a positive or 

negative direction. 
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BACnet/IP Server Object Configuration ï Binary Objects 
Click the Set Up BACnet Names, Units, and COV button at the bottom of the BACnet/IP Server 

Configuration page to access the Object Configuration page for this device.  

When in Auto-Configure Mode, these fields are not configurable.  

 

Follow these steps to configure binary inputs or outputs in Manual Configure Mode: 

1) Select Binary Input or Binary Output from the upper left dropdown menu. 

2) Select a Group to use. 

- ¢ƘŜǎŜ ƎǊƻǳǇ ƴŀƳŜǎ ŀǊŜ ŘŜŦƛƴŜŘ ƻƴ ǘƘƛǎ ǇŀƎŜ ǳƴŘŜǊ ǘƘŜ άDǊƻǳǇ bŀƳŜέ ŘǊƻǇŘƻǿƴ ƳŜƴǳΦ 
3) Enter a Name to identify this object on the network. 

- The combination of Group and Name should be unique for each point in the gateway. 
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BACnet/IP Server Object Configuration ï CharacterString Value 

Objects 
Click the Set Up BACnet Names, Units, and COV button at the bottom of the BACnet/IP Server 

Configuration page to access the Object Configuration page for this device.  

When in Auto-Configure Mode, these fields are not configurable.  

 

Follow these steps to configure CharacterString value reads and writes in Manual Configure Mode: 

1) Select CharacterString Value Read or CharacterString Value Write from the upper left 

dropdown menu. 

2) Select a Group to use. 

- ¢ƘŜǎŜ ƎǊƻǳǇ ƴŀƳŜǎ ŀǊŜ ŘŜŦƛƴŜŘ ƻƴ ǘƘƛǎ ǇŀƎŜ ǳƴŘŜǊ ǘƘŜ άDǊƻǳǇ bŀƳŜέ ŘǊƻǇŘƻǿƴ ƳŜƴǳΦ 
3) Enter a Name to identify this object on the network. 

- The combination of Group and Name should be unique for each point in the gateway. 
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BACnet/IP Server Object Configuration ï Group Names 

Click the Set Up BACnet Names, Units, and COV button at the bottom of the BACnet/IP Server 

Configuration page.  

When in Auto-Configure Mode, these fields are not configurable.  

The Group Name is designed to be used when there are multiple BACnet/IP objects that have the same 

name. This is useful when you have multiple, identical devices connected on the other protocol.    

 

 

Follow these steps to configure the Group Names in Manual Configure Mode: 

1) Select Group Name from the upper left dropdown menu. 

2) For each Group Name used in the previous setup, change the name to your desired text. Any 

names not used do not need to be changed or configured. 
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BACnet/IP Server Routing Configuration 
Click the Foreign Device Registration button at the bottom of the BACnet/IP Server Configuration page 

to access the BACnet Routing Configuration page for this device.  

These settings are used when connecting to a BACnet/IP client on a different subnet. 

1) Foreign Device Registration (recommended): This option can be used ONLY when the BACnet/IP 

Broadcast Management Device (BBMD) device on the other subnet (often integrated into client 

devices) supports Foreign Device Registration. To use, enter the IP Address of the BBMD device 

into the gateway and select a Time-To-Live (TTL), the TTL defines how often the gateway should 

send a message to the BBMD device alerting them of the gateway presence. 
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TCP/IP Configuration 

Click the TCP/IP Configuration button to access the primary configuration page for this device. If you 

have an N2E/N2EW hardware, then select which Network Interface ASCII comms will be on.  

 
To connect to a TCP server device on the network, enable a TCP client connection in the gateway for 

one of the available ports: 

1) TCP: Under this dropdown select TCP Client. 
2) IP Address: Enter the IP address of the TCP server to connect to. 
3) Port: Enter the port to open a connection. 
4) Inactivity Timeout: Enter the amount of time, in seconds, the gateway will wait for data to be 

transmitted to the gateway or sent from the gateway to the TCP device. If the timer expires, the 
gateway will close the connection. 

5) Connect Timeout: Enter the amount of time, in milliseconds, the gateway will wait for the TCP 
server to accept the connection. 

6) Reconnect Timeout: Enter the amount of time, in seconds, the gateway will wait after the 
Connect Timeout has expired before issuing another connect. 

To connect to a TCP client device on the network, enable a TCP server connection in the gateway for 

one of the available ports: 

1) TCP: Under this dropdown select TCP server. 
2) IP Address: Enter the IP address of the TCP client that will connect to the gateway. 
3) Port: Enter the port to listen for a connection. 
4) Inactivity Timeout: Enter the amount of time, in seconds, the gateway will wait for data to be 

transmitted to the gateway or sent from the gateway to the TCP device. If the timer expires, the 
gateway will close the connection. 

5) Connect Timeout: Not used in this case (Client only). 
6) Reconnect Timeout: Not used in this case (Client only). 
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ASCII Configuration 

After the port configuration has been completed, click the ASCII button to continue configuration. 

 
 

 
1) To add an ASCII device or additional ASCII device, click the -Select- dropdown menu under ASCII 

Configuration and select Add Generic ASCII option.  

 
a) To remove a device, navigate to the ASCII device to delete using the << and >> buttons and click 

the Delete ASCII Device button.  
b) To create a new ASCII device with the same parameters already configured from another ASCII 

device, click the -Select- dropdown menu and select the Add from ASCII X option (where X 
represents the ASCII device you wish to copy parameters from).  

c) Once created, you can make any additional changes needed to that new ASCII device.  
2) The Enable check box should be selected for the device.  
3) Port: Select which port is being used for communication. This port must be configured on the 

Port/USB or TCP/IP (depending on your product) Configuration page. If it has not yet been 
configured, it will not display in this dropdown. 

4) Enter a Device Label to identify the device within the gateway.  
5) LED Inactivity Timeout: Enter the amount of time, in seconds, to wait before flashing the LED red 

indicating that no messages have been received or transmitted during this time. 
6) Operation Mode:  

a. Mark Data New on Change of State: Send data to the mating technology, on a per point basis, 
upon a change of state. For more explanation see the Receive Data ς Operation Mode section 
below.  

b. Mark Data New on New Message: Send data to the mating technology for all data points, no 
matter change of state or not. For more explanation see the Receive Data ς Operation Mode 
section below. 
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Receive Data  
This side is configured to receive data from the ASCII device into the gateway. 

 

Use the following fields to determine when a message has been received.  

1) Enable: Check this box to configure the Receive Data section. 

2) Max Message Length: Enter the max number of characters that can be received by the gateway.  

Example: Max Message Length is set to 5 and the message of "helloworld" was sent by the ASCII 
device. This will be sent to the other protocol as "hello" followed by "world" as two messages. 

3) Receive Character Timeout: Enter the max amount of time (in ms) between characters that the 
gateway will wait before issuing a timeout and calling the message complete. 

Example: If Max Message Length varies in size, then use a timeout to call the message complete 
rather than message length. You can also use End Delimiters (below) to call a message complete.  

4) Number of Start Delimiters: Select the number of delimiters that the gateway should look for 
before the gateway processes the data. 

5) Select Start Delimiters: Select the start delimiters that the gateway should look for. 

6) Number of End Delimiters: Select the number of delimiters that the gateway should look for to call 
a message complete. 

7) Select End Delimiters: Select the end delimiters that the gateway should look for. 

8) Remove Delimiters from ASCII Message: If checked, the gateway will remove all delimiters that 
have been configured before sending it to the other protocol. 

9) ASCII Parsing (Optional): Additional parsing can be performed on the string before being passed to 
the other protocol. See the ASCII Configuration - ASCII Parsing section for more information.  
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10) Gateway Hold Msg Timeout: Enter the amount of time (in ms) to wait before sending a new 
message to the other protocol. 

11) Queue Full Behavior: Select which message to discard when the queue is full. Once the queue is full, 
the gateway will discard either the oldest or newest message (Only used if Gateway Hold Msg 
Timeout is non-zero). 

12) Queue Size: Select how many complete messages the gateway will hold before starting to discard 
(Only used if Gateway Hold Msg Timeout is non-zero). 

Receive Data ï Operation Mode 
Mark Data New on Change of State (COS) 

When data comes into the RTA gateway, then it will be sent over to the matting protocol only if the data 

has a different value. 

 

Example for 460ETCA 

 hǇŜǊŀǘƻǊ ǎŎŀƴǎ άIŜƭƭƻ²ƻǊƭŘέ ǿƛǘƘ ŀ ōŀǊŎƻŘŜ ǎŎŀƴƴŜǊΦ ¢Ƙŀǘ Řŀǘŀ ƛǎ ƎŀǘƘŜǊŜŘ ƛƴ ǘƘŜ !{/LL ǎƛŘŜ ƻŦ 

the RTA gateway, and is then processed and sent over to the ETC side and written over to the Allen-

Bradley PLC. The next time the ƻǇŜǊŀǘƻǊ ǎŎŀƴǎ ǘƘŜ ǎŀƳŜ ōŀǊŎƻŘŜ άIŜƭƭƻ²ƻǊƭŘέΣ ǘƘŜ !{/LL ǎƛŘŜ ƎŀǘƘŜǊǎ 

ǘƘŜ ŘŀǘŀΣ ōǳǘ ǘƘŜ Řŀǘŀ ŘƛŘƴΩǘ ŎƘŀƴƎŜ ǎƻ ƛǘ ǿƛƭƭ ƴƻǘ ōŜ ǎŜƴǘ ƻǾŜǊ ǘƻ ǘƘŜ 9¢/ ǇƻǊǘƛƻƴ ƻŦ ǘƘŜ w¢! ƎŀǘŜǿŀȅΦ LŦ 

ǘƘŜ ƻǇŜǊŀǘƻǊ ǎŎŀƴǎ άмнопрстуфлέ ǿƛǘƘ ǘƘŜ ōŀǊŎƻŘŜ ǎŎŀƴƴŜǊΣ ǘƘŜ !{/LL ǎƛŘŜ ƻŦ ǘƘŜ RTA gateway will 

process the data. Since the data has changed it will be sent over to ETC and sent over to the PLC. 

Mark Data New on New Message 

When data comes into the RTA gateway, then it will be sent over to the matting protocol regardless if 

ƛǘΩǎ ǘƘŜ same data. This allows you to send the same data over again to the mating protocol.  

 

Example ETCA 

hǇŜǊŀǘƻǊ ǎŎŀƴǎ άIŜƭƭƻ²ƻǊƭŘέ ǿƛǘƘ ŀ ōŀǊŎƻŘŜ ǎŎŀƴƴŜr. That data is gathered in the ASCII side of 

the RTA gateway, and is then processed and sent over to the ETC side and written over to the Allen-

.ǊŀŘƭŜȅ t[/Φ ¢ƘŜ ƴŜȄǘ ǘƛƳŜ ǘƘŜ ƻǇŜǊŀǘƻǊ ǎŎŀƴǎ ǘƘŜ ǎŀƳŜ ōŀǊŎƻŘŜ άIŜƭƭƻ²ƻǊƭŘέΣ ǘƘŜ !{/LL ǎƛŘŜ ƎŀǘƘŜǊǎ 

the data, processes it, then sends it over to the ETC portion of the RTA gateway to be sent out. If the 

ƻǇŜǊŀǘƻǊ ǎŎŀƴǎ άмнопрстуфлέΣ ǘƘŜ !{/LL ǎƛŘŜ ƻŦ ǘƘŜ w¢! ƎŀǘŜǿŀȅ ǿƛƭƭ ǇǊƻŎŜǎǎ ǘƘŜ Řŀǘŀ ŀƴŘ ǎŜƴŘ ƛǘ ƻǾŜǊ 

to ETC side and then to the PLC. 
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Transmit Data 
This side is configured to transmit data from the gateway into the ASCII device. 

 

Use the following setup fields to help the 460 transmit an ASCII message. 

1) Enable: Check this box to configure the Transmit Data section. 

2) Max Message Length: Enter the max number of characters that can be transmitted by the gateway.  

3) Transmit Timeout: Enter the amount of time (in ms) that the gateway waits before sending an ASCII 
message (0 Sends Immediately). If the data has changed before the time expires, the gateway 
immediately sends the message to the ASCII device.  

4) Delay Between Messages: Enter the amount of time (in ms) that the gateway waits before verifying 
a Change of State of the ASCII message OR will start the Transmit Timeout. 

5) Number of Start Delimiters: Select the number of delimiters that will be added onto the beginning 
of the ASCII string. 

6) Select Start Delimiters: Select the start delimiters that should be added to the ASCII string. 

7) Number of End Delimiters: Select the number of delimiters that will be added onto the end of the 
ASCII string. 

8) Select End Delimiters: Select the end delimiters that should be added to the ASCII string. 

9) ASCII Concatenating (Optional): Additional concatenating can be performed on the string before 
being written to the ASCII device. See the ASCII Configuration ς ASCII Concatenating section for 
more information.  
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Transmit Data ï Triggering Methods 
There are 3 methods that determine when the message is ready to be transmitted to your ASCII device: 
1) Cyclic ς This means that every x ms a new ASCII message will be transmitted, regardless of whether 

the data has changed or not. 
2) Triggering ς This means that a trigger event determines when a new ASCII message will be 

transmitted. 
Some methods can co-exist with others. Here are the optional rules: 
a) Option 1: Change-Of-State is defaulted, so this method is chosen if the Transmit Timeout field is 

left at 0 and ALL data is new. 
 

9ȄŀƳǇƭŜ мΥ CǊƻƳ ǘƘŜ t[/Σ ǎŜƴŘ ŀ ƳŜǎǎŀƎŜ ƻŦ άƘŜƭƭƻέΣ ǘƘǊƻǳƎƘ ǘƘŜ w¢! ƎŀǘŜǿŀȅΣ ǘƘŜ !{/II device 
ǎŜŜǎ άƘŜƭƭƻέΦ LŦ ȅƻǳ ǎŜƴŘ άƘŜƭƭƻΩ ŀƎŀƛƴΣ ƴƻǘƘƛƴƎ ǿƛƭƭ ƘŀǇǇŜƴ ōŜŎŀǳǎŜ ƻŦ ǘƘŜ w¢! /ƘŀƴƎŜ-of-State 
Rule.  

 
 

b) Option 2: Technology Triggering (A/USB/TCP/WI). This method is chosen if the Transmit 
Timeout field is left at 0 and the trigger variables (as described in ASCII Configuration ς 
Technology Triggering Method section of this manual) are mapped. This will disable Change-of-
State. This method is recommended if your product in NOT an 460ETC product. 

 
NOTE: LŦ ȅƻǳ ƘŀǾŜ ŀƴ псл9¢/ ƛǘΩǎ ƘƛƎƘ ǊŜŎƻƳƳŜƴŘŜŘ ȅƻǳ ǳǎŜ ǘƘŜ hǇǘƛƳƛȊŀǘƛƻƴ 

Triggering.  
  

Example 2: Using the Technology Triggering Mappings (shown below in the Technology 

Triggering Method section) you can make the data new only with a trigger. If you want to send 

the same/new message of based on a trigger and NOT cyclically, then keep the Transmit 

Timeout at 0 AND use the 2 Trigger Mappings. See below for more examples in the ASCII 

Configuration ς Technology Triggering Method.  
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c. Option 3: Cyclic and Trigger can co-exist. For this to happen, the Transmit Timeout field needs 
be to nonzero and the trigger variables (as described in ASCII Configuration ς ASCII Message 
Triggering Method section of this manual) are also mapped.  

Example 3: CǊƻƳ ǘƘŜ t[/Σ ǎŜƴŘ ŀ ƳŜǎǎŀƎŜ ƻŦ άƘŜƭƭƻέΣ ōŀǎŜŘ ƻƴ ǿƘŀǘŜǾŜǊ ƎŜǘǎ ǘǊƛƎƎŜǊŜŘ ŦƛǊǎǘ όǘƘŜ 
3000ms Timeout or the trigger data point) the ASCII device will get updated. If the trigger data 
point is not updated, the then the RTA gateway will send the data every x ms to the ASCII 
device. See below for more examples in the ASCII Configuration ς Technology Triggering 
Method. 
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ASCII Configuration ï Technology Triggering Method 

This method allows the other protocol to signal when to send the next message using data handshakes.  
¢ƘŜǎŜ άǎƛƎƴŀƭǎέ ŀǊŜ ŎƻƴǘǊƻƭƭŜŘ ǳǎƛƴƎ Řŀǘŀ ǾŀǊƛŀōƭŜǎ ό¢Ǌŀƴǎ¢ǊƛƎƎŜǊ ŀƴŘ ¢ǊŀƴǎIŀndshake) already in the 
mapping. The method will send the new/old data when triggered.  

NOTE: These two data variables will need to be mapped manually on the Data Mapping webpage since it 
will not be mapped using Auto-Map.  

While these two data variables are mapped, the Change-of-State method is disabled but messages can 
still be sent via the cyclic method, if configured. For more information on the ASCII triggering methods, 
please see the Transmit Data ς Triggering Methods section of this user guide. 

 

How the triggering method works: The example shown below is our 460PS* (*A/TCP/USB) 

1) The mating protocol sends a numbered value to the ASCII TransTrigger diagnostic variable. This 
value must be different from the previous value for a new message to be triggered. The following 
example is Slot 12[0] as the trigger for the PLC to update everything in Slot 11[0] which is the data.    
 

2) Depending on the TransTigger value in the Display Data page, one of 4 things will occur: 
a) If TransTrigger = 65535, then the triggering method is disabled. Usually on powerup. 

 
RTA460 Display Data Example: 

 

  

file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/TCP.docx%23_Transmit_Data_–


 

Real Time Automation, Inc. 37 1-800-249-1612 
   

  

 
b) If TransTrigger = 0, then the triggering method is enabled, but no message will transmit. 

RTA460 Display Data Example: 

 
 

TIA Portal Example: The data will still go to the RTA gateway, however the RTA gateway will 
NOT transmit the data to the ASCII device until the Slot12[0] triggers the TransTrigger.  
 

 
 

c) If TransTrigger is between 1-65534 AND the value IS equal to the TransHandshake diagnostic 
variable, then no new message will transmit, until Slot 12[0] triggers again.  
 
RTA460 Display Data Example: 

 

 
d) If TransTrigger is between 1-65534 AND the value IS NOT equal to the TransHandshake 

diagnostic variable, then a new message will be transmitted. The value in TransTrigger will then 
be moved to TransHandshake. 
TIA Portal Example: Once the Slot12[0] increments (data is sent from the PLC to the ASCI 

device) then the Slot2[0] will get updated with the handshake 
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ASCII Configuration ï ASCII Parsing 

The ASCII parsing feature allows you to break apart an incoming ASCII string by delimiter or character 
offset into multiple data fields. You can then apply a data type to the fields and deliver them to user 
defined locations in the mating protocol. Click the ASCII Parsing (Optional) button at the bottom of the 
ACII Configuration page to access the ASCII Parsing Configuration page for this device.  

 

1) Max Number of Fields: This indicates the max number of fields the ASCII data will be parsed into 
(up to 50 values per message).   

2) Min Number of Fields: This indicates the min number of fields that must be present in an ASCII 
string for the message to be considered valid. An error will be flagged if the actual number of 
fields is less than this value. 

3) Parsing Delimiter: This defines the delimiter that will be used to parse an ASCII message. If 
delimiters are not present, select UNUSED and use the length fields to parse the message.  

4) Start Location & Length: 
a. If a parsing delimiter is used, the Start Location will be the first character of the data 

field. The Length will be the number of characters from the Start Location. If the Length 
is 0, the gateway will read the entire field. 

b. If the parsing delimiter is unused, then the Start Location will be the first character of 
the string. The Length will be the number of characters from the Start Location. If the 
Length is 0, the gateway will read the entire message from the Start Location to the end 
of the ASCII string. 

5) Data Type: Select the data type of the parsed value. 
6) Internal Tag Name: 9ƴǘŜǊ ŀ ƴŀƳŜ ǘƻ ǊŜŦŜǊŜƴŎŜ ǘƘƛǎ ǘŀƎ ǿƛǘƘƛƴ ǘƘŜ ƎŀǘŜǿŀȅΩǎ ŘƛǎǇƭŀȅ ŀƴŘ 

mapping pages. 
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ASCII Configuration ï ASCII Parsing Examples 
Example #1 - Parsing a message using the Parsing Delimiter option: 
Lƴ ǘƘƛǎ ŜȄŀƳǇƭŜΣ ǿŜ ŀǊŜ ǎŜǇŀǊŀǘƛƴƎ ǘƘŜ ǎǘǊƛƴƎ άмнΦнрΣ{tмллΣǘŜƳǇ ǎŜǘǇƻƛƴǘέ ōȅ ŀ ŎƻƳƳŀ ŘŜƭƛƳƛǘŜǊΦ ¢ƘŜ 
first value is being parsed into a float data type, the second and third values are being parsed into a 
string data type. Since the Min Number of Fields is 3, all 3 fields must be present for the message to be 
considered valid and processed. The output is seen below: 
 

 

Example #2 - Parsing a message without the Parsing Delimiter option: 
Lƴ ǘƘƛǎ ŜȄŀƳǇƭŜΣ ǿŜ ŀǊŜ ǎŜǇŀǊŀǘƛƴƎ ǘƘŜ ŦƛŜƭŘǎ ƛƴ ǘƘŜ ǎǘǊƛƴƎ άмнΦнрΣ{tмллΣǘŜƳǇ ǎŜǘǇƻƛƴǘέ ǳǎƛƴƎ ǘƘŜ ǎǘŀǊǘ 
and length parameters. The first value is being parsed from the 1st character for a length of 5 and stored 
into a float data type. The second value is being parsed from the 7th character for a length of 5 
characters and stored into a string data type. The third value is being parsed starting from the 13th 
character for the rest of the remaining characters and stored into a string. The fourth value contains the 
entire ASCII message and is stored into a string. Only the first field needs to be present for the data to be 
considered valid and will be processed. If less than field 1 is present, the message will not be parsed and 
will be flagged an error. The output is seen below: 



 

Real Time Automation, Inc. 40 1-800-249-1612 
   

  

 
Example #3 - Parsing a message using the Parsing Delimiter option and Start Location and Length: 
Lƴ ǘƘƛǎ ŜȄŀƳǇƭŜΣ ǿŜ ŀǊŜ ǎŜǇŀǊŀǘƛƴƎ ǘƘŜ ŦƛŜƭŘǎ ƛƴ ǘƘŜ ǎǘǊƛƴƎ άмнΦнрΣ{tмллΣǘŜƳǇ ǎŜǘǇƻƛƴǘέ ǳǎƛƴƎ ǘƘŜ ŎƻƳƳŀ 
delimiter, the start, and length fields. The first value is being parsed from the 1st character for a length of 
2 and stored into an integer data type. The second value is being parsed from the 3rd character of the 
second comma-parsed field for the remainder of that field and stored into an integer data type. The 
third value is being parsed starting from the 1st character of the third comma-parsed field for that entire 
field and stored into a string. All 3 fields need to be present for the message to be valid. The output is 
seen below: 

 
































































































