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Trademarks 

CompactLogix, ControlLogix, & PLC-5 are registered trademarks of Rockwell Automation, Inc. EtherNet/IP is a trademark of the ODVA. 
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trademarks of Microsoft Corporation. BACnet® is a registered trademark of American Society of Heating, Refrigerating and Air-Conditioning 

Engineers (ASHRAE). All other trademarks and registered trademarks are the property of their holders. 

Limited Warranty 

Real Time Automation, Inc. warrants that this product is free from defects and functions properly. 

EXCEPT AS SPECIFICALLY SET FORTH ABOVE, REAL TIME AUTOMATION, INC. DISCLAIMS ALL OTHER WARRANTIES, BOTH 

EXPRESSED AND IMPLIED, INCLUDING BUT NOT LIMITED TO IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A 

PARTICULAR APPLICATION. THIS LIMITED WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS. YOU MAY ALSO HAVE OTHER 

RIGHTS, WHICH VARY FROM STATE TO STATE. 

The examples and diagrams in this manual are included solely for illustrative purposes. Because of the many variables and requirements 

associated with any particular application, Real Time Automation, Inc. cannot assume responsibility or liability for actual use based on the 

examples and diagrams. Except as specifically set forth above, Real Time Automation and its distributors and dealers will in no event be liable 

for any damages whatsoever, either direct or indirect, including but not limited to loss of business profits, income, or use of data. Some states 

do not allow exclusion or limitation of incidental or consequential damages; therefore, the limitations set forth in this agreement may not apply 

to you. 

No patent liability is assumed by Real Time Automation with respect to use of information, circuits, equipment, or software described in this 

manual. 

Government End-Users 

If this software is acquired by or on behalf of a unit or agency of the United States Government, this provision applies: The software (a) was 

developed at private expense, is existing computer software, and was not developed with government funds; (b) is a trade secret of Real Time 

Automation, Inc. for all purposes of the Freedom of Information Act; (c) is ñrestricted computer softwareò submitted with restricted rights in 

accordance with subparagraphs (a) through (d) of the Commercial ñComputer Software-Restricted Rightsò clause at 52.227-19 and its 

successors; (d) in all respects is proprietary data belonging solely to Real Time Automation, Inc.; (e) is unpublished and all rights are reserved 

under copyright laws of the United States. For units of the Department of Defense (DoD), this software is licensed only with ñRestricted Rightsò: 

as that term is defined in the DoD Supplement of the Federal Acquisition Regulation 52.227-7013 (c) (1) (ii), rights in Technical Data and 

Computer Software and its successors, and: Use, duplication, or disclosures is subject to restrictions as set forth in subdivision (c) (1) (ii) of the 

Rights in Technical Data and Computer Software clause at 52.227-7013. If this software was acquired under GSA schedule, the U.S. 

Government has agreed to refrain from changing or removing any insignia or lettering from the Software or documentation that is provided or 

from producing copies of the manual or media. Real Time Automation, Inc. 
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Revision History 

Version Date Notes 

8.3.9 10/21/2019 Features Added 
1. Released BACnet MS/TP Slave Protocol on N2E Hardware 
2. Released Profinet on N2E Hardware 
3.Updated GSMDL file with new icons 
4. Released S7 protocol  
5. Released Wi-Fi Hardware 
 
Bug Fixes 
1.Improved  functionality of the Network conifguration page when going from Independent 
to Switch Mode. 
2. Import/Export issues 

8.4.5 11/18/2019 Features Added 
1. Released OPC UA Server (US) Protocol 
2. Ability to now Import/Export Template Files with out an FTP session.  
Bug Fixes 
1. Updated Profinet Server (PS) on N34 hardware Platform 
2. Updated Wi-Fi software 
 

8.6.0 2/28/20  
Bug Fixes 
1.      Omron Plc Communication fixes for EtherNet/IP 
2.      Profinet GSDML Substitute values fix 
 
 

8.7.4 9/1/20 Features Added: 

1. BMS, BM, DFM, DS, DM, TCP, USB, PBS have been ported to the latest base software. 
2. TCP,BMS,BM now Available on N2E and N2EW hardware Platform                                       
3. New ASCII Mode Available on TCP/A/USB/WI protocols                                                          
4. User Guides updated with more examples 

 Bug Fixes: 

1. Improved Data Mapping and String Mapping performance 

2. Improved functionality/performance on EC,ETC,ES,MC,MS,BS,BC, A,,WI,PS protocols.  
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Overview 

The 460ECWI-NNA1 gateway connects up to 32 EtherNet/IP Adapters with a Web Interface.  By 
following this guide, you will be able to configure the 460ECWI-NNA1 gateway.  

For further customization and advanced use, please reference the appendices located on the CD or 

online at: http://www.rtautomation.com/product/460-gateway-support/.  

If at any time you need further assistance, do not hesitate to call Real Time Automation support. 

Support Hours are Monday-Friday 8am-5pm CST 

Toll free: 1-800-249-1612 

Email: support@rtautomation.com 

 

 

 

 

 

 

 

 

 

 

 

  

http://www.rtautomation.com/product/460-gateway-support/
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Hardware Platforms 

The 460 Product Line supports a number of different hardware platforms. There are differences in how 

they are powered, what serial settings are supported, and some diagnostic features supported (such as 

LEDs).  For these sections, be sure to identify the hardware platform you are using. 

To find which hardware platform you are using: 

1) Look on the front or back label of the unit for the part number.  

2) On the webpage inside the gateway, navigate to the dropdown menu under Other and select 

Utilities. Click the Listing of Revisions button. The full part number is displayed here. 

hƴŎŜ ȅƻǳ ƘŀǾŜ ǘƘŜ Ŧǳƭƭ ǇŀǊǘ ƴǳƳōŜǊΣ ǘƘŜ ǇƭŀǘŦƻǊƳ ǿƛƭƭ ōŜ ǘƘŜ ƴǳƳōŜǊ ŦƻƭƭƻǿƛƴƎ ǘƘŜ ά-bέΥ 
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Hardware ï NNA1 

 

Powering the Gateway 
1) Connect a 12-24 VDC power source to the gateway, Red Wire = (+) Black Wire = (-). 

a) The unit draws 175mA @ 12 V. 
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Mounting with a DIN Rail 

Installing 
Follow these steps to install your interface converter. 

1) Mount your DIN Rail. 

2) Hook the bottom mounting flange under the DIN Rail. 

3) While pressing the 460ECWI-NNA1 against the rail, press up to engage the spring loaded lower clip and 

rotate the unit parallel to the DIN Rail. 

4) Release upward pressure. 

 
Removing 
Follow these steps to remove your interface converter. 

1) Press up on unit to engage the spring loaded lower clip. 

2) Swing top of the unit away from DIN Rail. 

  

DIN Rail 

Spring Loaded Lower Clip 
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Accessing the Main Page 

The following steps will help you access the browser based configuration of the gateway. By default, 
DHCP is enabled. If the gateway fails to obtain an IP address over DHCP it will Auto IP with 169.254.X.Y. 
For more information on your Operating system network setting refer to the Access Browser 
Configuration Doc on the CD or download from our support web site. 
 

1) Insert the provided CD-ROM into a computer also on the network. 

 
2) Run the IPSetup.exe program from the CD-ROM. 
3) CƛƴŘ ǳƴƛǘ ǳƴŘŜǊ ά{ŜƭŜŎǘ ŀ ¦ƴƛǘέΦ 
a. /ƘŀƴƎŜ DŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎ ǘƻ ƳŀǘŎƘ ǘƘŀǘ ƻŦ ȅƻǳǊ t/ ƛŦ 5I/t Ƙŀǎ ŦŀƛƭŜŘΦ 
i. ¸ƻǳ ǿƛƭƭ ƪƴƻǿ 5I/t Ƙŀǎ ŦŀƛƭŜŘ ƛŦ ǘƘŜ ƎŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎ ƛǎ !ǳǘƻLt ŀt 169.254.X.Y. 
ii. LŦ ǎǳŎŎŜǎǎŦǳƭΣ ƛǘ ǿƛƭƭ ǎŀȅ 5I/tΩŘ ŀǘ ŜȄΥ мфнΦмсуΦлΦмлл ƻǊ ƘƻǿŜǾŜǊ ȅƻǳǊ 5/It /ƭƛŜƴǘ ƛǎ ǎŜǘ ǳǇΦ 
b. If you do not see the gateway in this tool, then your PC is most likely set up as a static IP. 
i. /ƘŀƴƎŜ ȅƻǳǊ t/Ωǎ ƴŜǘǿƻǊƪ ǎŜǘǘƛƴƎǎ ǘƻ ōŜ 5I/tΦ LŦ 5I/P fails, then it will change to be on the 169.254.x.y 

network. 
ii. Relaunch the IP Setup tool to see if gateway can be discovered now. 
4) Click Launch Webpage. The Main page should appear. 

 
 

Default setting is set to DHCP. If DHCP fails, default IP Address is 169.254.x.y  
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Error: Main Page Does Not Launch 
If the Main Page does not launch, please verify the following: 

1) Check that the PC is set for a valid IP Address 

a. Open a MS-DOS Command Prompt 

b. ¢ȅǇŜ άƛǇŎƻƴŦƛƎέ ŀƴŘ ǇǊŜǎǎ ŜƴǘŜǊ 

c. bƻǘŜ ǘƘŜ t/Ωǎ Lt !ŘŘǊŜǎǎΣ {ǳōƴŜǘΣ ŀƴŘ 5ŜŦŀǳƭǘ DŀǘŜǿŀȅ 

2) ¢ƘŜ ƎŀǘŜǿŀȅ Ƴǳǎǘ ōŜ ƻƴ ǘƘŜ ǎŀƳŜ bŜǘǿƻǊƪκ{ǳōƴŜǘ ŀǎ ǘƘŜ t/ ǿƘŜǘƘŜǊ ƛǘΩǎ ǎŜǘǳǇ ŦƻǊ 5I/t ƻǊ {ǘŀǘƛŎΦ 

Once you have both devices on the same network, you should be able to ping the gateway using a MS-

DOS Command Prompt. 

 
The Screenshot above shows a gateway that is currently set to a static IP Address of 192.168.0.100.   

If you are able to successfully ping your gateway, open a browser and try to view the main page of the 

gateway by entering the IP Address of the gateway as the URL.  
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Committing Changes to the Settings 

¶ All changes made to the settings of the gateway in Configuration Mode will not take effect until the 
ƎŀǘŜǿŀȅ ƛǎ ǊŜǎǘŀǊǘŜŘ Ǿƛŀ ǘƘŜ ǿŜōǇŀƎŜΦ /ƘŀƴƎŜǎ ǿƛƭƭ ƴƻǘ ōŜ ǎǘƻǊŜŘ ƛŦ ǘƘŜ ƎŀǘŜǿŀȅΩǎ ǇƻǿŜǊ ƛǎ ǊŜƳƻǾŜŘ 
prior to a reboot.  

¶ NOTE: The gateway does not need to be restarted after every change. Multiple changes can be made 
before a restart, but they will not be committed until the gateway is restarted. 

¶ When all desired changes have been made, press the Restart Now button.  
¶ The webpage will redirect to our rebooting page shown below: 

 
¶ The reboot can take up to 20 seconds. 
o If the IP address has not been modified, the gateway will automatically redirect to the main page.   
o If the IP address was modified, a message will appear at the top of the page to instruct the user to 

manually open a new webpage at that new IP. 
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Main Page 

The main page is where important information about your gateway and its connections are displayed. 
 Mode (orange box below): 
 Running Mode: 

- Protocol communications are enabled   
- Configuration cannot be changed during Running Mode. If changes are needed, click the Configuration 

Mode button shown in the green box below  
Configuring Mode: 

- Protocol communication is stopped and no data is transmitted 
- Configuration is allowed  

Navigation (green box below): 
You can easily switch between modes and navigate between pages (Configuration, Diagnostics, and 
Other pages) using the buttons on the left hand side. 
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Device Configuration 

The device configuration area is where you assign the device description parameter. Changes can only 

be made when the gateway is in Configuration Mode.  

 
Once you are done configuring the Description, click the Save Parameters button. 
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Network Configuration 

The network configuration area is where you assign the IP address and other network parameters. 

Changes can only be made when the gateway is in Configuration Mode.  

Once you are done configuring the Network Settings, click the Save Parameters button. 

If you are changing the IP Address of the gateway, the change will not take effect until the unit has been 

rebooted. After reboot, you must enter the new IP Address into the URL. 

 

 

 

 

 

  
It is recommended to leave the DNS Gateway set to 0.0.0.0 and the Ethernet Link as 

Auto-Negotiate. If configuring the gateway to use E-mail, the DNS Gateway must be 

set. 
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EtherNet/IP Scanner Configuration 

Click the EIP Scanner button to access the configuration page.  

1) Network Interface: Select which network you wish to communicate with EtherNet/IP scanner. If 

using single port hardware, the Network Interface will default to Ethernet Port only.  

2) Delay Between Connect Attempts: Enter the amount of time the gateway will delay between 

attempts to make a connection.  

3) Dependency Protocol: If enabled, EtherNet/IP communication will stop if communication to the 

selected protocol is lost. 
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EtherNet/IP Scanner Device Configuration 

The bottom area of the EtherNet/IP Scanner Configuration page lets you configure up to 32 external 
EtherNet/IP adapter devices. 

1) To add additional adapter connections, click the -Select- dropdown under EtherNet/IP Scanner 
Device List and select Add Generic Adapter option.  

 
a. If you are configuring multiple devices click << or >> to navigate to another device. 
b. To create a new adapter with the same parameters already configured from another 

adapter, click the -Select- dropdown and select the Add from Adapter X option (where X 
represents the adapter you wish to copy parameters from). Once created, you can make 
any additional changes needed to that new adapter.  

c. To remove a device, navigate to the adapter to delete using the << and >> buttons and 

click the Delete Adapter button. 

d. Click the Save Parameters button to save change before restarting or going to another 

configuration page.  

2) The Enable check box should be selected for the device.  
3) Enter a Device Label to identify the device within the gateway.  
4) Enter the unique IP Address ǘƘŀǘ ƳŀǘŎƘŜǎ ǘƘŜ ŀŘŀǇǘŜǊΦ LŦ ǘƘƛǎ ǾŀƭǳŜ ŘƻŜǎƴΩǘ ƳŀǘŎƘΣ ǘƘŜ ƎŀǘŜǿŀȅ 

will timeout. 
5) Select the TCP Mode to use. 

a. Close: This will force the TCP connection used to open the I/O connection to close 
immediately after the connection is established. This is the default value. 

b. Open: This will keep the TCP connection open while the I/O connection is open. Use this 
mode if the adapter device does not remove the I/O UDP traffic versus TCP dependency 
ς this is possible with legacy devices. 

6) Enter the Configuration Instance that matches the I/O adapter (if used). Many devices use 1 as a 
place holdeǊ ǿƘŜƴ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ƛǎƴΩǘ ƴŜŜŘŜŘΦ 

7) Configuration Size: Configuration data is not currently supported. 
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Configuring Input Instance 
Follow these steps to manually configure the Input Instance.  

1) Select View Input Instance if not already selected.  
2) Run Idle HeaderΥ /ƘŜŎƪ ǘƘƛǎ ōƻȄ ƛŦ ǘƘŜ Lκh ŀŘŀǇǘŜǊΩǎ Řŀǘŀ Ŏƻƴǘŀƛƴǎ ƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ the validity 
ƻŦ ǘƘŜ ƛƴǇǳǘ ŘŀǘŀΦ 5ŜŦŀǳƭǘ ǾŀƭǳŜ ƛǎ ǳƴŎƘŜŎƪŜŘ ǎƛƴŎŜ Ƴƻǎǘ ŘŜǾƛŎŜǎ ŘƻƴΩǘ ǳǎŜ ǘƘƛǎΦ 

3) Request Packet Interval (RPI): This is the amount of time between each read/write request to 
the adapter. If this value is faster than the adapter supports, an error will occur. 

4) Input Instance: This is the input instance defined by the I/O adapter device. This must match for 
proper communication. 

5) Priority: Select the appropriate value as defined by the I/O adapter. Default value is scheduled. 

6) Connection Type: Select the type of TCP connection to the I/O adapter. 

a. Unicast: ¢Ƙƛǎ ƳŜŀƴǎ ǘƘŜ ƎŀǘŜǿŀȅ ǿƛƭƭ ŎƻƳƳǳƴƛŎŀǘŜ ŘƛǊŜŎǘƭȅ ǘƻ ǘƘŜ Lκh ŀŘŀǇǘŜǊΩǎ Lt 
address. Set by default. 

b. Multicast: This means the gateway will communicate using a class D IP address. This 
option requires IGMP snooping and managed switches for proper functionality. 

7) Select a Data Type and enter the number of Data Elements that the instance allows for to make 
the data meaningful. The number of data elements must match the values set by the I/O 
adapter for the Input Instance requested. See data limits for the various data types below. 
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Configuring Output Instance 
Follow these steps to manually configure the Output Instance.  

1) Select View Output Instance if not already selected.  
2) Run Idle HeaderΥ /ƘŜŎƪ ǘƘƛǎ ōƻȄ ƛŦ ǘƘŜ Lκh ŀŘŀǇǘŜǊΩǎ Řŀǘŀ Ŏƻƴǘŀƛƴǎ ƛƴŦƻǊƳŀǘƛƻƴ ŀōƻǳǘ ǘƘŜ ǾŀƭƛŘƛǘȅ 

of the output data. Default value is checked since most devices use this. 
3) Request Packet Interval (RPI): This is the amount of time between each read/write request to 

the adapter. If this value is faster than the adapter supports, an error will occur. 

4) Output Instance: This is the output instance defined by the I/O adapter device. This must match 
for proper communication. 

5) Priority: Select the appropriate value as defined by the I/O adapter. Default value is scheduled. 

6) Connection Type: Select the type of TCP connection to the I/O adapter. 

a. Unicast: ¢Ƙƛǎ ƳŜŀƴǎ ǘƘŜ ƎŀǘŜǿŀȅ ǿƛƭƭ ŎƻƳƳǳƴƛŎŀǘŜ ŘƛǊŜŎǘƭȅ ǘƻ ǘƘŜ Lκh ŀŘŀǇǘŜǊΩǎ Lt 
address. Set by default. 

b. Multicast: Not supported for this direction. 

7) Select a Data Type and enter the number of Data Elements that the instance allows for to make 
the data meaningful. The number of data elements must match the values set by the I/O 
adapter for the Output Instance requested. See data limits for the various data types below. 
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Web Interface Configuration 

Click the Web Interface button to access the configuration page.  

1) Select which Network Interface to use for the web interface. 

2) Enter a Device Label to identify the device within the gateway.  
3) Inactivity Timeout: If the gateway has not received any messages within the entered time interval, 

in seconds, then the gateway will change the status of its conƴŜŎǘƛƻƴ ǘƻ ōŜ άLŘƭŜέΦ 9ƴǘŜǊ ŀ ǾŀƭǳŜ ƻŦ 

zero to disable this feature. 

4) Operation Mode:  
a. Mark Data New on Change of State: Send data to the mating technology, on a per point basis, 

upon a change of state. For more explanation see the Operation Mode section below.  
b. Mark Data New on New Message: Send data to the mating technology for all data points, no 

matter change of state or not. For more explanation see the Operation Mode section below. 
5) There are two different modes in which the Web Interface may operate in the gateway:   

a) Sever Mode 

b) Client Mode 

 

Web Interface Gateway Server Configuration 
1) Server Mode ς where the gateway acts as a web server and responds to HTTP POST and HTTP 

Get requests from a web services client, such as a web browser or Excel. 

a. No special configuration is needed to configure the server side of the gateway. Skip to 

the Web Interface Data Point List Configuration section of this manual and set up the 

data points. 

Web Interface Gateway Client Configuration 
1) Client Mode ς is where the gateway acts as a web client and initiates a connection to a web 

server, such as Apache or IIS (Internet Information Services).  The gateway would then send all 

configured data points to the web server cyclically in a HTTP POST operation. 

a. To configure the client side of the gateway, configure the Automatic Data Transfer to 

User Host section. Then proceed with the rest of the Web Interface Data Point List 

Configuration section of this manual. 

b. The gateway is always enabled as a server and may act as both a server and client at the 

same time. 

file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Receive_Data_–
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Receive_Data_–
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Data
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Automatic_Data_Transfer
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Automatic_Data_Transfer
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Data
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Data
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Automatic Data Transfer to User Host (Used as a Web Client) 
This section configures the gateway when it is operating as a web client, uploading XML/JSON data 

cyclically to an external, user-operated web server. This feature is optional.  

Disable/Enable: LŦ ǎŜǘ ǘƻ ά5ƛǎŀōƭŜέΣ ǘƘŜ ƎŀǘŜǿŀȅ ǿƛƭƭ ƻǇŜǊŀǘŜ ƻƴƭȅ ŀǎ ŀ ǿŜō ǎŜǊǾŜǊ ŀƴŘ ǿƛƭƭ ƴƻǘ ƛƴƛǘƛŀǘŜ ŀ 

connection with an external user-ƻǇŜǊŀǘŜŘ ǿŜō ǎŜǊǾŜǊΦ  LŦ ǎŜǘ ǘƻ ά9ƴŀōƭŜέΣ ŀƴ ƻǇǘƛƻƴŀƭ ǇǊƻȄȅ 

configuration section also may be configured. 

 

1) Destination URL: Enter the web address that the gateway will POST XML/JSON data to.  

Addresses should begin with the protocol designation, such as Error! Hyperlink reference not 

valid..  

NOTE: If the web server uses a non-standard port number, the port should be included in 

the URL. Examples are: 

a. http://yourserver.yourdomain/upload.php 

b. http://192.168.100.1:8080 (if special port 8080 is to be used) 

c. http://yourserver.yourdomain:8080/upload.asp (if special port 8080 is to be used) 

2) Username/Password: If the Destination URL entered previously requires basic HTTP 

authentication, then the username or username/password should be entered here. 

NOTE: Basic HTTP Authentication is subject to interception by a third party on an improperly 

secured network. 

 
3) Data Format: Select whether the file should be in XML or JSON format. 

4) Update Method: Select whether to write the data Cyclically, Triggering, or Both 

5) Update Rate: Enter a time, in seconds, between cyclic uploads to the Destination URL. 

 
6) Proxy Type: Select the option that describes if any special configuration is required to access the 

web server: 

a. None ς No proxy or a transparent proxy is being used and the subsequent fields in this 

table are disabled. 

b. HTTP ς The web server is behind a Hypertext Transfer Protocol (HTTP) Proxy Server. 

c. SOCKS5 ς The web server is behind a Socket Secure version 5 (SOCKS5) Proxy Server. 

 

http://yourserver.yourdomain/upload.php
http://192.168.100.1:8080/
http://yourserver.yourdomain:8080/upload.asp
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Proxy Address: If a proxy is selected, enter the address of the proxy. This can either be a hostname such 

as proxy.yourcompany.com or a plain IP address such as 192.168.100.1. 

7) Proxy Port: If a proxy is selected, enter the TCP port that the proxy will use. Default port for 

HTTP proxy is 80 and 1080 for SOCKS5. 

8) Proxy Username/Proxy Password: If a proxy is selected and requires authentication, enter the 

username or username/password here. 

Operation Mode 
Mark Data New on Change of State (COS) 

When data comes into the RTA gateway, it will be sent over to the matting protocol only if the data has 

a different value. 

 

Example for 460ETCWI 

 hǇŜǊŀǘƻǊ ǎŜƴŘǎ άIŜƭƭƻ²ƻǊƭŘέ ŦǊƻƳ ǘƘŜ t[/Φ ¢Ƙŀǘ Řŀǘŀ ƛǎ ƎŀǘƘŜǊŜŘ ƛƴ ǘƘŜ ²L ǎƛŘŜ ƻŦ ǘƘŜ RTA 

gateway and is processed and sent over to the web sever. Next time the operator sends the same data 

άIŜƭƭƻ²ƻǊƭŘέΦ ¢ƘŜ ²L ǎƛŘŜ ƎŀǘƘŜǊǎ ǘƘŜ ŘŀǘŀΣ ōǳǘ ǘƘŜ Řŀǘŀ ŘƛŘƴΩǘ ŎƘŀƴƎŜ ǎƻ ƛǘ ǿƛƭƭ ƴƻǘ ōŜ ǎŜƴǘ ƻǾŜǊ ǘƻ ǘƘŜ 

WI portion of the RTA gateway. The operator seƴŘǎ άмнопрстуфлέ ŦǊƻƳ ǘƘŜ t[/Φ ¢ƘŜ ²L ǎƛŘŜ ƻŦ ǘƘŜ w¢! 

gateway will process the data and since the data has changed, it will be sent over to the web server. 

Mark Data New on New Message 

When data comes into the RTA gateway, it will be sent over to the mattiƴƎ ǇǊƻǘƻŎƻƭ ǊŜƎŀǊŘƭŜǎǎ ƛŦ ƛǘΩǎ ǘƘŜ 

same data. This allow you to send the same data over again to the mating protocol.  

 

Example for ETCWI 

Operator sŜƴŘǎ άIŜƭƭƻ²ƻǊƭŘέ ŦǊƻƳ ǘƘŜ t[/Φ ¢Ƙŀǘ Řŀǘŀ ƛǎ ƎŀǘƘŜǊŜŘ ƛƴ ǘƘŜ ²L ǎƛŘŜ ƻŦ ǘƘŜ w¢! 

gateway and is processed and sent over to the web server. Next time the operator sends the same data 

άIŜƭƭƻ²ƻǊƭŘέΣ ǘƘŜ ²L ǎƛŘŜ ƎŀǘƘŜǊǎ ǘƘŜ ŘŀǘŀΣ ǇǊƻŎŜǎǎŜǎ ƛǘΣ ǘƘŜƴ ǎŜƴŘǎ ƻǾŜǊ ǘo the web server. The 

ƻǇŜǊŀǘƻǊ ǎŜƴŘǎ άмнопрстуфлέΣ ǘƘŜ ²L ǎƛŘŜ ƻŦ ǘƘŜ w¢! ƎŀǘŜǿŀȅ ǿƛƭƭ ǇǊƻŎŜǎǎ ǘƘŜ Řŀǘŀ ŀƴŘ ǎŜƴŘ ƛǘ ƻǾŜǊ ǘƻ 

the web server.  
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Web Interface Data Point List Configuration 

The bottom area of the Web Interface Configuration page allows configuration of 1000 data points in 

each direction. 

NOTE:  Due to the limited number of internal mappings inside the gateway, though each 

direction in the web interface may be configured for up to 1000 data points, there is an overall 

limit, between the read and write direction, of 1000 data points total. 

There are three ways to configure this protocol: 

1) Auto-Configure Group by Device (Default) 

2) Auto-Configure Group by Data Type 

3) Manual Configure 

NOTE: You may go back and forth between modes, but when reverting from Manual Mode to either of 

the two Auto-Configure Modes, all changes made in Manual Mode will be discarded. 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

Real Time Automation, Inc. 25 1-800-249-1612 
   

  

Web Interface Data Point List Configuration: Auto-Configure (Default) 
While in either of the two Auto-Configure Modes, the number of data points and the actual data points 
themselves cannot be edited. Auto-Configure Mode looks at the other protocol and then configures the 
data point list within the web interface to match. The web interface names and types will be defined 
after the other protocol is configured.  

The data will be configured according to the following rules: 

1) Any Coil or 1 Bit Binary Pack data will be mapped as Bool. 

2) Any 8 Bit Binary Pack data will be mapped as Bitpack (8 Bits). 

3) Any 16 Bit Binary Pack data will be mapped as Bitpack (16 Bits). 

4) Any 32 Bit Binary Pack data will be mapped as Bitpack (32 Bits). 

5) Any 8 Bit Int data will be mapped as INT (8 bit). 

6) Any 16 Bit Int data will be mapped as INT (16 bit). 

7) Any 32 Bit Int data will be mapped as INT (32 bit). 

8) Any 64 Bit Int data will be mapped as INT (64 bit). 

9) Any 8 Bit Unsigned Int data will be mapped as UINT (8 bit). 

10) Any 16 Bit Unsigned Int data will be mapped as UINT (16 bit). 

11) Any 32 Bit Unsigned Int data will be mapped as UINT (32 bit). 

12) Any 64 Bit Unsigned Int data will be mapped as UINT (64 bit). 

13) Any 32 Bit Float will be mapped as Float (32 bit). 

14) Any 64 Bit Float will be mapped as Double (64 bit). 

15) Any String Data Types will be mapped as String. 

16) The read or write direction depends on whether it is configured as a read or write on the other 
protocol. 

17) If the other protocol exceeds the number of data points supported, nothing will be mapped. You will 
see the # of Data Points remain at zero and the main page will display the following error:  

a) To fix this error, simply decrease the amount of data you configured on the other protocol so 
that the max number of data points is not exceeded or call customer support to increase the 
limits. 

To add additional or edit existing data points you will need to go into Manual Configure Mode.  
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Auto-Configure Group by Device vs. Auto-Configure Group by Data 

Type 
There are two different methods for Auto-Configure: Group by Device or Group by Data Type.  

 
There are a couple of rules to keep in mind when using Auto-Configure Mode: 

1) If the other protocol inside the gateway is a server, slave, or adapter protocol, then there are no 
differences between the Auto-Configure Modes. 

Group by Device (Default Method) 
Group by Device goes through the other protocol on the gateway and auto-configures the data points 
ƻƴ ǘƘŜ ǿŜō ƛƴǘŜǊŦŀŎŜ ŦƻǊ ŀƭƭ ǘƘŜ Řŀǘŀ Ǉƻƛƴǘǎ ƻƴ ǘƘŜ ƻǘƘŜǊ ǇǊƻǘƻŎƻƭΩǎ ŦƛǊǎǘ ŘŜǾƛŎŜΦ !ŦǘŜǊ ƛǘ ŦƛƴƛǎƘŜǎ ǿƛǘƘ ǘƘŜ 
first device, it will auto-configure all the points for the second device (if one is configured), and so on.   

Group by Data Type 
Group by Data Type goes through the other protocol on the gateway and automatically creates the 
number of data points in the web interface to match the total number of data points for each specific 
data type in the other protocol.   

Example: Protocol A is a master/client protocol that has two devices with the following setup: 
 

Device_1 has 1 integer scan line, 1 float scan line, 1 integer scan line- each for 1 point of data 
Device_2 has 1 integer scan line, 1 float scan line, each for 2 point2 of data 

Protocol B is the Web Interface protocol that will be mapped with seven data points, but 
the ordering differs slightly between the two auto-configure modes: 

Group by Device Group by Data Type 

Data Point 1 => Type Integer (DeviceA:Int1) 
Data Point 2 => Type Integer (DeviceA:Int1) 
Data Point 3 => Type Float (DeviceA:Float2) 
Data Point 4 => Type Integer (DeviceB:Int1) 
Data Point 5 => Type Integer (DeviceB:Int2) 
Data Point 6 => Type Float (DeviceB:Float1) 
Data Point 7 => Type Float (DeviceB:Float2) 

Data Point 1 => Type Integer (DeviceA:Int1) 
Data Point 2 => Type Integer (DeviceA:Int2) 
Data Point 3 => Type Integer (DeviceB:Int1) 
Data Point 4 => Type Integer (DeviceB:Int2) 
Data Point 5 => Type Float (DeviceA:Float1) 
Data Point 6 => Type Float (DeviceB:Float1) 
Data Point 7 => Type Float (DeviceB:Float2) 

 
 
 
 
 

NOTE: When using Auto-Configure with the web interface, the difference between the two 
methods is subtle. The # of Read Data Points and the # of Write Data Points will be the same 
regardless of which Auto-Configure method is chosen. The only difference between the two 
methods is the way the data is ordered in the data table. 
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Web Interface Data Point List Configuration: Manual Mode 
1) To transition from either of the two Auto-Configure Modes to Manual Configure Mode, click the 

dropdown at the top of the Web Interface Configuration page and select Manual Configure.  

a) When prompted, click OK to confirm mode change or Cancel to remain in Auto-Configure Mode. 

 
2) Once OK is clicked, there are two options on how to proceed:  

 
3) To keep the data points that are already configured, press OK. 

a) You would want this option if you are adding additional data points or you want to modify the 
data point(s) that already exist. 

4) To delete the data points that are already there and start over, press Cancel. 

Configuring Read and Write Data Points 
Follow these steps to manually configure read and write data points. Most of the time, the # of 

Read/Write Data Points number should be left at the value generated during the Auto-Configure 

method. However, if additional points need to be added, or manual configuration is preferred, enter the 

desired number of data points in these boxes.  

 
 

1) Generate Data Points: Once values in the number of read/write data points has been changed, click 

this button to have them auto-generate. These new data points may be configured after they have 

been generated. 

 

2) Select the View Read Data Points or View Write Data Points button.  
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1) The dropdowns next to Filter View By allow the data points table to be filtered so that only the data 

points assigned to a specific group or device are displayed. Reference the Web Interface Group 

Configuration for more explanation.  

 
a) To remove the applied filter, select All from the dropdown.  

b) Only one filter can be applied at a time.  

2) To individually disable data points, uncheck the Enable checkbox. This will omit that data point from 

the generated XML/JSON. 

 
NOTE: Attempts to write to a disabled write data point will generate an error in the 

gateway. 

3) Enter a Name for the data point. This name will be used in the XML/JSON and must follow the 

following rules: 

a) Consist only of alphanumeric characters and the underscore character, no spaces. 
b) Length between 1 and 32 characters long 
c) Be unique among those assigned to a specific Device. 
d) bƻǘ ōŜƎƛƴ ǿƛǘƘ ǘƘŜ ǎǘǊƛƴƎ ά·a[έΦ 
e) wŜǎŜǊǾŜŘ ƴŀƳŜǎ ƻŦ ά5ŜǾƛŎŜbŀƳŜέΣ άDǊƻǳǇbŀƳŜέΣ άŘŀǘŀ¢ƛƳŜ{ǘŀƳǇέΣ ŀƴŘ ά5ƛŀƎƴƻǎǘƛŎǎέ Ƴŀȅ ƴƻǘ 

be used. 

NOTE: Although the data point names are treated as case-insensitive, the capitalization will be 
maintained in the generated XML/JSON as it was originally entered on this page. 

4) After a name is entered, a verification check will run on this page to determine if the entered name 
ƛǎ άǾŀƭƛŘέΦ LŦ ŀ ƴŀƳŜ ƛǎ ŜƴǘŜǊŜŘ ǘƘŀǘ Ŧŀƛƭǎ ƻƴŜ ƻŦ ǘƘŜ ŎǊƛǘŜǊƛŀ ŘŜǎŎǊƛōŜŘ ŀōƻǾŜΣ ŀ ǇƻǇǳǇ ƳŜssage will 
appear. 

 
  

file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Group
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Group
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5)  In addition, the name field will be highlighted in red and hovering the mouse on that error message 
gives information on why ǘƘŀǘ ƴŀƳŜ ǿŀǎ άƛƴǾŀƭƛŘέΦ {ŜŜ ǎŎǊŜŜƴǎƘƻǘ ōŜƭƻǿΥ 

 

6) Select a Type for each data point. The Auto-Configure method will choose the best data type for 

that point, but the user may modify. This type should match the type of the data point on the other 

protocol that it will be mapped with. 

7) Select a Device that this data point is associated with. This field is used, along with Group, to help 

organize the data in the XML/JSON. Up to 32 different devices can be configured. Each device is 

assigned to a Group. For more information and how to modify the name, please see the Web 

Interface Group Configuration page. 

i. If the other protocol is a client/master with multiple slaves/servers, typically this device 
field is used to represent each of those slaves/servers. 

8) Click the Save Parameters button. 

 

Web Interface Group Configuration 

Click the Setup Group Names and Device Names button at the bottom of the Web Interface 
Configuration page to access the Web Interface Group Configuration page.  

 

NOTE: When in Auto-Configure Mode, these fields are not configurable.  

The Group Configuration page allows customization of each Group Name and Device Name. The 
gateway allows 16 possible groups. Within each group, there can be multiple devices assigned to a 
group. The Group Associated To column allows the device to be assigned to a group. The gateway 
allows a maximum of 32 devices. These names are subject to naming conventions that will be detailed 
below. 

  

file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Group
file://///larry/ceg/_460_Modular_Documents/_New_460Doc_Builder_Holocron/Holocron/Protocols/WI.docx%23_Web_Interface_Group
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Below is an example of how someone would use this.  

LetΩǎ ǎŀȅ ŀ ōǳƛƭŘƛƴƎ Ƙŀǎ о ŦƭƻƻǊǎΦ ¸ƻǳΩǊŜ ƭƻƻƪƛƴƎ ǘƻ ƳƻƴƛǘƻǊ ǿŀǘŜǊ ǘŜƳǇ ŦǊƻƳ ŀƭƭ ōƻƛƭŜǊǎΣ ǊǳƴǘƛƳŜ ŦǊƻƳ ŀƭƭ 
ƎŜƴŜǊŀǘƻǊǎΣ ŀƛǊ ǘŜƳǇ ŦǊƻƳ !/Ωǎ ŀƴŘ ǎǇŜŜŘ ŦǊƻƳ ǘƘŜ ŜȄƘŀǳǎǘ ŦŀƴǎΦ ¢ƘŜ ŦƛǊǎǘ ƛƳŀƎŜ ǎƘƻǿǎ Ƙƻǿ ȅƻǳ ǿƻǳƭŘ 
configure the data points. Since we want to monitor п Ǉƻƛƴǘǎ ƻƴ ŜŀŎƘ ŦƭƻƻǊΣ ȅƻǳΩƭƭ ƴŜŜŘ ŀ ǘƻǘŀƭ ƻŦ мн 
points. Once the Groups and Devices have been defined, come back to this page to assign a device to a 
data point name.  

 
The second image displays how to setup the Groups and Devices. We are going to define floor numbers 
as a Groups and define all devices we are monitoring as displayed. Lastly, we can assign each device to a 
group. Note: see below for naming rules.  
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Requirements for Device and Group Names: 
1) Name must be unique on this page.   

a) A group name may not also be a device name. 

b) No two group names may be the same. 

c) No two device names may be the same. 

d) wŜǎŜǊǾŜŘ ƴŀƳŜǎ ƻŦ ά5ŜǾƛŎŜbŀƳŜέΣ άDǊƻǳǇbŀƳŜέΣ άŘŀǘŀ¢ƛƳŜ{ǘŀƳǇέΣ ŀƴŘ ά5ƛŀƎƴƻǎǘƛŎǎέ Ƴŀȅ ƴƻǘ 

be used. 

2) Name must be between 1-16 characters. 

3) Only alphanumeric characters and the underscore character όΨψΩύ Ƴŀȅ ōŜ ǳǎŜŘΣ No Spaces. 

4) Name must not start with a number. 

5) bŀƳŜ Ƴǳǎǘ ƴƻǘ ǎǘŀǊǘ ǿƛǘƘ ǘƘŜ ǎǘǊƛƴƎ ά·a[έΦ 

NOTE: Although the names are case-insensitive, the original capitalization will be maintained and 

used in the XML/JSON. 

6) After a name is entered, a verification check will run on this page to determine if the entered name 
ƛǎ άǾŀƭƛŘΦέ LŦ ŀ ƴŀƳŜ ƛǎ ŜƴǘŜǊŜŘ ǘƘŀǘ Ŧŀƛƭǎ ƻƴŜ ƻŦ ǘƘŜ ŎǊƛǘŜǊƛŀ described above, a popup message will 
appear. 

 

7) In addition, the name field will be highlighted in red and hovering the mouse on that error message 

ƎƛǾŜǎ ƛƴŦƻǊƳŀǘƛƻƴ ƻƴ ǿƘȅ ǘƘŀǘ ƴŀƳŜ ǿŀǎ άƛƴǾŀƭƛŘΦέ Lƴ ǘƘŜ ǎŎǊŜŜƴǎƘƻǘ ōŜƭƻǿΣ ǘƘŜ DǊƻǳǇ ƴŀƳŜ Ƙŀǎ 

duplicate names and the Device Name has a space in the first field.  
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8) When done making changes, click the Save Parameters button. 



 

Real Time Automation, Inc. 33 1-800-249-1612 
   

  

Web Interface: XML/JSON Data Format 

1) XML ς CƻǊ ǎƛƳǇƭƛŎƛǘȅΣ ǘƘŜ ǿŜō ƛƴǘŜǊŦŀŎŜ ǳǎŜǎ ŀ άŦƭŀǘέ ·a[ ŜƴŎƻŘƛƴƎ ŦƻǊƳŀǘΦ ¢ƘŜ Ǌƻƻǘ ·a[ 

element is always <Devices>  followed by one or more <Device>  elements, which will in turn 

contain name-value pairs with the data relevant to that device.   

2) JSON ς The format of JSON is very simplistic. Data is contained in a single array of zero or more 

objects, each representing a device. Each object contains one or more name/value pairs within 

the device. 

Retrieving Data from the Gateway from a Web Client 
XML and JSON data accessed from the 460WI using web client is handled via a standard HTTP GET 

request. Which data is to be accessed and how that data is to be encoded is all determined by the URL 

supplied with the GET request. This is the same method through which web browsers retrieve web 

pages so you can use the web browser of your choice to experiment with different requests by simply 

ǘȅǇƛƴƎ ǘƘŜ ¦w[ ƛƴǘƻ ǘƘŜ ōǊƻǿǎŜǊΩǎ ŀŘŘǊŜǎǎ ōŀǊ ŀƴŘ ƘƛǘǘƛƴƎ ŜƴǘŜǊΦ 

Basics 
To begin, you will need to know the IP address of your 460WI Gateway. If you do not know the IP 

address, refer to Accessing the Main Page Section. The examples in this document will use 192.168.0.1 

for the sake of illustration, but your IP will likely be different. 

The most basic GET request that can be sent to the 460WI encodes all of the data points configured in 

the Gateway. The only option in this case is deciding how you would like the data encoded. 

If you would like the data encoded as XML, enter URL: http://192.168.0.1/gateway/xml 

If you would like the data encoded as JSON, enter URL: http://192.168.0.1/gateway/json 

NOTE: Use http://IP_ADDRESS_OF_YOUR_UNIT/gateway/xml or  

http://IP_ADDRESS_OF_YOUR_UNIT/gateway/json 

All data requests will begin with one of the above URL paths. Further narrowing down your data 

ǊŜǉǳŜǎǘǎ ƛƴǾƻƭǾŜǎ ŀŘŘƛƴƎ ŀŘŘƛǘƛƻƴŀƭ ƛƴŦƻǊƳŀǘƛƻƴ ǘƻ ǘƘŜ ¦w[Ωǎ ǇŀǘƘΦ 

Note: A common mistake is to include an extra forward slash with the request for all the data in the 

Gateway (eg. http://192.168.0.1/gateway/xml/  rather than the correct 

http://192.168.0.1/gateway/xml  ). ¢ƘŜ ƛƴŎƻǊǊŜŎǘ ŦƻǊƳŀǘ ǿƛƭƭ ǊŜǎǳƭǘ ƛƴ ŀ άплп bƻǘ CƻǳƴŘέ ŜǊǊƻǊΦ  

No data requests to the gateway will ever end with a forward slash.  

  

http://192.168.0.1/gateway/xml
http://192.168.0.1/gateway/json
http://ip_address_of_your_unit/gateway/xml
http://ip_address_of_your_unit/gateway/json
http://192.168.0.1/gateway/xml/
http://192.168.0.1/gateway/xml
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Requesting Data for an Individual Device 
To request data for an individual device that you have configured within the gateway, you simply need 

to specify the way you would like the data for the device encoded as well as the name you supplied for 

it. For example, the URL to request data for a device ƴŀƳŜŘ ά.ǊŜŀƪŜǊмέ ŜƴŎƻŘŜŘ ŀǎ ·a[ ǿƻǳƭŘ ōŜΥ 

http://192.168.0.1/gateway/xml/device/Breaker1 

Please take note of the format:  

http:// Error! Hyperlink reference not valid. ADDRESS OF YOUR 

GATEWAY]/gateway/[ENCODING]/device/ώ59±L/9Ω{ b!a9ϐ 

The red italicized text in brackets indicates the information you need to fill in depending upon your 

ƎŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎΣ Ƙƻǿ ȅƻǳ ǿƻǳƭŘ ƭƛƪŜ ǘƘŜ Řŀǘŀ ŜƴŎƻŘŜŘ όW{hb ƻǊ ·a[ύ ŀƴŘ ǘƘŜ ƴŀƳŜ ȅƻǳ ƎŀǾŜ ǘƻ 

the requested device when you configured your gateway. 

 

Requesting a Group of Devices 
To request data for a group of devices the format of the URL is like that for requesting an individual 

device. For example, to request data encoded as XML for a group of devices ƴŀƳŜŘ ά.ǊŜŀƪŜǊǎψ²ŜǎǘέΣ 

the URL would be: 

http://192.168.0.1/gateway/xml/group/Breakers_West 

The format is: 

http:// Error! Hyperlink reference not valid. ADDRESS OF YOUR 

GATEWAY]/gateway/[ENCODING]/group/ώDwh¦tΩ{ b!a9ϐ 

As with requesting data for an individual device, the red italicized text in brackets indicates the 

information you need to fill in depending upon ȅƻǳǊ ƎŀǘŜǿŀȅΩǎ Lt ŀŘŘǊŜǎǎΣ Ƙƻǿ ȅƻǳ ǿƻǳƭŘ ƭƛƪŜ ǘƘŜ Řŀǘŀ 

encoded (JSON or XML) and the name you gave to the group of devices when you configured your 

gateway. 

Filtering Requests by Point Names 
When you are requesting data for a specific device or a group of devices, you can add an optional list of 

one or more data point names to filter the data even further. For instance, if you had a group of devices 

ȅƻǳ ƴŀƳŜŘ ά.ǊŜŀƪŜǊǎψ²Ŝǎǘέ ŀƴŘ ȅƻǳ ŀǊŜ ƻƴƭȅ ƛƴǘŜǊŜǎǘŜŘ ƛƴ ǘƘŜ data points within that group named 

ά¢ŜƳǇŜǊŀǘǳǊŜέ ŀƴŘ ά¢ǊƛǇǇŜŘψ{ǘŀǘŜέ ŜƴŎƻŘŜŘ ŀǎ ·a[Σ ȅƻǳ Ŏŀƴ ŀǇǇŜƴŘ ǘƘƻǎŜ Řŀǘŀ Ǉƻƛƴǘ ƴŀƳŜǎ ǳǎƛƴƎ ǘƘŜ 

following format: 

http://192.168.0.1/gateway/xml/group/Breakers_West?Temperature&Tripped_State 
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Note that the string of data point names to filter by begins with a question-ƳŀǊƪ όΨΚΩύ ŀŦǘŜǊ ǘƘŜ group 

ƴŀƳŜ ŀƴŘ ŜŀŎƘ ƴŀƳŜ ƛǎ ǎŜǇŀǊŀǘŜŘ ōȅ ŀƴ ŀƳǇŜǊǎŀƴŘ όΨϧΩύΦ ¢ƘŜ ƻǊŘŜǊƛƴƎ ƻŦ ǘƘŜ ǇƻƛƴǘǎΩ ƴŀƳŜǎ ŘƻŜǎ ƴƻǘ 

matter. 
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The format is the same if you are filtering within a specific device. For instance, to request the same 

points encoded ŀǎ ·a[ ǿƛǘƘƛƴ ŀ ǎƛƴƎƭŜ 5ŜǾƛŎŜ ƴŀƳŜŘ ά.ǊŜŀƪŜǊмέΣ ǘƘŜ ¦w[ ǘƻ ǳǎŜ ǿƻǳƭŘ ōŜΥ 

http://192.168.0.1/gateway/xml/device/Breaker1?Temperature&Tripped_State 

SPECIAL CONSIDERATIONS WHEN FILTERING BY POINT NAMES 

Normally if you make a request for a group or device name that does not exist, the 

ƎŀǘŜǿŀȅ ǊŜǘǳǊƴǎ ŀƴ I¢¢t плп άbƻǘ CƻǳƴŘέ ŜǊǊƻǊ ǎǘŀǘǳǎ ŎƻŘŜΦ  ²ƘŜƴ ȅƻǳ ŀǊŜ 

requesting data with a data points filtering list, you will only get an HTTP 404 status 

code if none of the points in the list are found. This is important if you are generating 

your request strings programmatically, as the only way to determine if a data point 

was not found in such a case would be to examine the encoded output for the 

existence of the data point names you requested in the encoded data. 

Advanced (Optional XML Data Direction Annotation) 
An additional option when requesting all the data from the gateway in XML format is to include the 

άŀƴƴƻǘŀǘŜƛƻҐǘǊǳŜέ ƻǇǘƛƻƴ in the request URL. This option may only be used when requesting the entire 

dataset from the gateway in XML. This does not apply to requesting JSON data. 

http://192.168.0.1/gateway/xml?annotateio=true 

This will include an XML attribute in the XML that indicates whether a given data point is an input or 

outputΦ bƻǘŜ ǘƘŀǘ ŀƴ άƛƴǇǳǘέ ƛǎ ŀ write data point ƛƴ ǘƘŜ псл²LΩǎ ŎƻƴŦƛƎǳǊŀǘƛƻƴΣ ŀƴŘ ŀƴ άƻǳǘǇǳǘέ ƛǎ ŀ read 

data point. Refer the following example for reference: 

 

 

This will typically only be used for custom programmatic access to initially determine the nature of the 

псл²LΩǎ Řŀǘŀ ǎǳŎƘ ŀǎ Ŏŀƴ ōŜ ǎŜŜƴ ƛƴ ǘƘŜ ƛƴŎƭǳŘŜŘ 9ȄŎŜƭ ŜȄŀƳǇƭŜ ŎƻŘŜΦ tƭŜŀǎŜ ǊŜŦŜǊ ǘƻ ǘƘŜ псл 9ƴŎƻŘŜǊ 

XML Data Retrieval Format section for a more detailed explanation of the XML data format generated by 

the encoder. 

Χ 

<DataPointOne iotype="output">4</DataPointOne>  

<DataPointTwo iotype="input">3</DataPointTwo>  

Χ 

Figure 1: Example of XML segment with IO type annotation. 

http://192.168.0.1/gateway/xml/device/Breaker1?Temperature&Tripped_State
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Example Output Format (GET) 

This format is used when a <web server/web client> wants to read the data points configured in the 

gateway. We are outputting the data to <web server/web client> through a HTTP GET operation. 

NOTE:  The gateway outputs both the read data points and the write data points configured.  

As an example, say the gateway is configured for two different breaker groups as shown below: 

 

 

Description of Format ï Both XML and JSON 
1) The <GroupName> and <DeviceName> tags contain the name of name the gevice and the group 

associated with that element. 
2) The <dataTimeStamp>  tag indicates the time and date when the data was read from the gateway 

based upon the time configured in the gateway (see Time Configuration page for more information). 
The format of this tag is YYYY-MM-DDTHH:MM:SS. 

3) The remaining tags in the figure, for example <Power>  and <Current_C>,  represent user defined 
Data Point names. Their respective data values will be contained within the tags (in the above 
example, 237  and 36446  respectively). 
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XML Output 
The output to the request for http://IPADDRESS/gateway/xml will be like the following: 

 

JSON Output 
The output to the request for http://IPADDRESS/gateway/json will be like the following: 

 
  

<Devices> 
<Device> 

<GroupName>Breaker_Set_A</GroupName> 
<DeviceName>Breaker_1A</DeviceName> 
<dataTimeStamp>2016-07-

04T21:06:50</dataTimeStamp> 
<Power>237</Power> 
<Current>344</Current> 

</Device> 
<Device> 

<GroupName>Breaker_Set_A</GroupName> 
<DeviceName>Breaker_2A</DeviceName> 
<dataTimeStamp>2016-07-

04T21:06:50</dataTimeStamp> 
<Current_A>37502</Current_A> 
<Current_B>8296</Current_B> 
<Current_C>36446</Current_C> 
<Watts>1002</Watts> 

</Device> 
</Devices> 

[{ 
 "GroupName":  "Breaker_Set_A", 
 "DeviceName":  "Breaker_1A", 
 "dataTimeStamp":   "2016-07-04T21:06:50", 
 "Power":   237, 
 "Watts":   344 
}, { 
 "GroupName":  "Breaker_Set_A", 
 "DeviceName":  "Breaker_2A", 
 "dataTimeStamp":   "2016-07-04T21:06:50", 
 "Current_A":   37502, 
 "Current_B":   8296, 
 "Current_C":   36446, 
 "Watts":   1002 
}] 

http://ipaddress/gateway/xml
http://ipaddress/gateway/json
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Writing Data to the Gateway 

All data writes to the 460WI use the HTTP POST method. There are two primary ways through which you 

can post data to the 460WI. The first is using the application/ x-www-form-urlencoded standard post 

format. The second method is to use the multipart-form data post format to post JSON or XML to the 

460WI and is most easily thought of as simply uploading an XML or JSON file to the 460WI. A simple way 

to think of these is that the multipart-form data post method is akin to uploading an XML or JSON file to 

the 460WI, and the application/ x-www-form-urlencoded post method like submitting values from a 

form to a web page. 

Which method to use? 
Either method may be used to achieve the same results, so which method chosen depends upon several 

factors, not the least of which is simply whichever method is more convenient for you. A possible 

example where the multipart-form data post would be more convenient is in a recipe manager or 

similar implementation, where pre-defined XML or JSON files containing static data are written to the 

460WI. It may also be the easier choice for IT backend integration where symmetry in communication 

models is desirable and JSON and XML parsing and generation is common practice. 

The application/ x-www-form-urlencoded post method may be more useful in situations where one or a 

small number of data points are frequently written to and generating XML or JSON is inconvenient. 

Aside from the encoding method itself, the primary functional difference between the two methods is 

that the multipart-form data method may be used to write all the devices and data points configured in 

the 460WI with a single HTTP transaction. The application/ x-www-form-urlencoded post method, on 

the other hand, can only write to a single device per HTTP transaction and thus would require a separate 

POST operation for each device that is to be written to.  

The multipart/form data Method 
The multipart/form data post is the standard method for uploading files to web servers.  This method 

encodes the contents of a file within the POST message body. Using this method, you will upload your 

data encoded in one of the supported formats (XML, JSON) and then the 460WI will decode the format, 

validate the contents and then perform the write operations. Note tƘŀǘ ȅƻǳǊ Řŀǘŀ ƴŜŜŘ ƴƻǘ ōŜ ŀ άŦƛƭŜέ ƛƴ 

ǘƘŜ ǎŜƴǎŜ ƻŦ ŀ ŦƛƭŜ ƻƴ ŀ ŎƻƳǇǳǘŜǊΣ ǘƘƻǳƎƘ ƻŦ ŎƻǳǊǎŜ ƛǘ ŎƻǳƭŘ ōŜΦ wŀǘƘŜǊΣ ǘƘŜ άŦƛƭŜέ ŎƻǳƭŘ Ƨǳǎǘ ŀǎ ǿŜƭƭ ōŜ 

generated on-the-fly by an application, scripting language or library. 

The exact details of the operation of the multipart/form data post method has more complexity than is 

suitable for discussing here. These details will generally be handled by your application, scripting 

language or library. There are many good resources available online describing the operations and 

formatting involved beginning with the current IETF specification in RFC 2388. 

As a user of the 460WI, the only detail you likely need to be concerned with is the HTTP name attribute 

associated with the data. This depends on the encoding you are using. If you are using XML to encode 

https://www.ietf.org/rfc/rfc2388.txt
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your data, the name attribute you should use is WI460XMLData  and if you are using JSON, the name 

attribute you should use is WI460JSONData . Your application, scripting language or library may also  
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ƘŀǾŜ ŀ άŦƛƭŜƴŀƳŜέ ǇŀǊŀƳŜǘŜǊ ƻǊ ŀǊƎǳƳŜƴǘΦ ¢Ƙƛǎ ƛǎ ƛƎƴƻǊŜŘ ōȅ ǘƘŜ псл²L ǿƘŜƴ ǇǊƻŎŜǎǎƛƴƎ ŀƴ ƛƴŎƻƳƛƴƎ 

POST. 

Additionally, it is important to use the correct URL when posting data to the Encoder using the 

multipart/form method. 

For XML, use the following URL:  http://ώDŀǘŜǿŀȅΩǎ Ltϐ/gateway/xml 

For JSON, use the following URL: http://ώDŀǘŜǿŀȅΩǎ Ltϐ/gateway/json 

The application/x-www-form-urlencoded Method  
The application/x-www-form-urlencoded post method is commonly used for submitting data to 

websites.   

The URL path format for an urlencoded post has the form: 

/gateway/device/[DEVICE NAME]?[POINT 1 NAME]=[POINT 1 VALUE]&[POINT 2 NAME]=[POINT 2 

VALUE] 

Note that the URL path string begins with a question mark (?) after the device name, and more points 

may be added, separating each point=value pair with an ampersand (&). Also notice that unlike GET 

requests to read data from a device configured in the gateway, the encoding segment of the path (JSON 

or XML) is omitted in this case. 

There is no hard limit to the number of points that can be written with a single urlencoded post, but the 

urlencoded string should not exceed 16,000 characters. As an extreme example, if the data points all 

have 32-character names and contain STRING data values that are 255 characters long, the individual 

POST would have to be limited to 50 data points.   

Note that the urlencoded format requires the usage of the percent-encoding mechanism for data to be 

processed properly. In almost all cases, the actual percent-encoding will be handled transparently by 

your application, scripting language or library, but you should keep the possible length increase that is a 

side-effect or percent-encoding in mind. It is recommended to leave some headroom because certain 

characteǊǎΣ ŦƻǊ ŜȄŀƳǇƭŜ ǘƘŜ ǉǳƻǘŀǘƛƻƴ ƳŀǊƪ όάύ ŎƘŀǊŀŎǘŜǊ ǿƛƭƭ ōŜ ŜƴŎƻŘŜŘ ŀǎ ά҈ннέ ŀƴŘ ǘƘŜǊŜŦƻǊŜ 

consume three characters rather than one. In the case of the 460WI, this is generally only a concern for 

STRING data point types. Refer to RFC 3986 for a detailed explanation of percent-encoding. 

https://www.ietf.org/rfc/rfc3986.txt
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Example Input Format (POST) 

This format is used when an external web client writes XML/JSON data to the gateway through a HTTP 

POST operation. The input format is the same as the output format except that the GroupName and 

dataTimeStamp may be omitted. If they included, they are ignored. 

Important Notes: 

¶ Only data points configured as write data points may be written to. 

¶ The value for STRING datatypes must between double quotation marks. 

A gateway is configured for a breaker group and a drive group as shown below: 

 

 

Minimum XML Input 
At minimum, the XML POST is the <Devices> root element, and at least one <Device>  child-element 

containing the matching <DeviceName>  tag of the device to be written to, and finally, at least one 

writable data point tag/value pair. 

The following example represents a minimum XML POST. This POST will write a value 100 to the point 

ƴŀƳŜŘ ά¢ŜƳǇŜǊŀǘǳǊŜέ ǿƘƛŎƘ ōŜƭƻƴƎǎ ǘƻ ǘƘŜ ŘŜǾƛŎŜ ƴŀƳŜŘ ά.ǊŜŀƪŜǊέΥ 

 

Expanded XML Input 
The following example is slightly more complicated and writes one data point to one device and two 

data points to a different device. Expanding on this pattern, it is possible to write to every writable data 

point of every device configured in the gateway with a single XML write. 

<Devices>  

  <Device>  

    <DeviceName>Breaker</DeviceName>  

    <Temperature>100</Temperature>  

  </Device>  

</Devices>  
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Special Note for XML Strings 
There is an additional ŎƻƴǎƛŘŜǊŀǘƛƻƴ ǿƘŜƴ ǇƻǎǘƛƴƎ Řŀǘŀ Ǉƻƛƴǘǎ ǿƛǘƘ ǘƘŜ {¢wLbD Řŀǘŀ ǘȅǇŜΦ ά¦ƴǎŀŦŜέ ·a[ 

ŎƘŀǊŀŎǘŜǊǎΣ ǎǳŎƘ ŀǎ άғέ ŀƴŘ άϧέ ǘƘŀǘ ƳƛƎƘǘ ŀǇǇŜŀǊ ƛƴ {¢wLbD Řŀǘŀ ǎƘƻǳƭŘ ōŜ ŎƻƴǾŜǊǘŜŘ ǘƻ ǘƘŜƛǊ 

respective XML entity-references. In general, your application (ex. scripting language or library), will 

either handle this automatically or provide easy-to-use mechanisms to accomplish this for you. When 

the gateway parses the XML data written to it, it will convert these entity-references back to their ASCII 

equivalent characters before writing the STRING data to the other protocol. The reverse is also true 

when reading STRING data from the other protocol. 

Minimum JSON Input 
At minimum, a valid JSON post must include the root array, one Device Object, which must include the 

DeviceName  name/value pair member to identify the device followed by at least one writeable 

name/value pair member.   

The following example represents a minimal JSON POST. This POST will write a value 100 to the point 

ƴŀƳŜŘ ά¢ŜƳǇŜǊŀǘǳǊŜέ ǿƘƛŎƘ ōŜƭƻƴƎǎ ǘƻ ǘƘŜ ŘŜǾƛŎŜ ƴŀƳŜŘ ά.ǊŜŀƪŜǊέΥ 

 

  

<Devices>  

  <Device>  

    <DeviceName>Breaker</DeviceName>  

    <Temperature>100</Temperature>  

  </Device>  

  <Device>  

    <DeviceName>Drive</DeviceName>  

    <Temperature_Cutoff>32</Temperature_Cutoff>  

    <Torque>15.2</Torque>  

   </Device>  

</Devices>  

[  

  {  

    "DeviceName": "Breaker",  

    "Temperature": 100  

  }  

]  
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Expanded JSON Input 
The following example is slightly more complicated and writes one data point to one device and two 

data points to a different device. Expanding on this pattern, it is possible to write to every writable data 

point of every device configured in the gateway with a single JSON write. 

 

Special Note for JSON Strings 
There is an additional consideration when writing STRING data types. The gateway recognizes and will 

convert the standard JSON escape sequences to their ASCII equivalents when passing the STRING value 

to the mating protocol. The reverse is also true when reading STRING data from the mating protocol.  

¢ƘŜ ŜȄŎŜǇǘƛƻƴ ǘƻ ǘƘƛǎ ǊǳƭŜ ƛǎ ǘƘŜ ά\ǳέ ¦ƴƛŎƻŘŜ ŎƻŘŜ-point escape sequence, which will be passed as-is. 

 

[  

  {  

    "DeviceName": "Breaker",  

    "Temperature": 100  

  },  

  {  

    "DeviceName": "Drive",  

    "Temperature_Cutoff": 32,  

    "Torque": 15.2  

  }  

]  
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Mapping - Transferring Data Between Devices 

There are 5 ways to move data from one protocol to the other. You can combine any of the following 

options to customize your gateway as needed.   

Option 1 ς Data Auto-Configure Mappings: The gateway will automatically take the data type (excluding 

strings) from one protocol ŀƴŘ ƭƻƻƪ ŦƻǊ ǘƘŜ ǎŀƳŜ Řŀǘŀ ǘȅǇŜ ŘŜŦƛƴŜŘ ƛƴ ǘƘŜ ƻǘƘŜǊ ǇǊƻǘƻŎƻƭΦ LŦ ǘƘŜǊŜ ƛǎƴΩǘ ŀ 

matching data type, the gateway will map the data to the largest available data type. See Data Auto-

Configure section for more details. 

Option 2 ς String Auto-Configure: The gateway will automatically take the string data type from one 

protocol and map it into the other. See String Auto-Configure section for more details. 

Option 3 ς Manual Configure Mappings: LŦ ȅƻǳ ŘƻƴΩǘ ǿŀƴǘ ǘƻ ǳǎŜ ǘƘŜ !ǳǘƻ-Configure Mappings 

function, you must use the manual mapping feature to configure translations. 

Option 4 ς Manipulation/Scaling: You can customize your data by using math operations, scaling, or bit 

manipulation. See Data Mapping-Explanation section for more details. 

Option 5 ς Move Diagnostic Information: You can manually move diagnostic information from the 

gateway to either protocol. Diagnostic information is not mapped in Auto-Configure Mappings Mode. 

See Diagnostic Info section for more details. 

 

 

Going from Manual Mapping to Auto-Mapping will delete ALL mappings and 

manipulations configured. 
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Display Mapping and Values 

The Display Data and Display String pages are where you can view the actual data for each mapping that 

is set up.   

Display Data 
Click the Display Data button to view how the data is mapped and what the values of each mapping are.  

 

Here you will see how each data point (excluding strings) is mapped. To view, select the device from the 

dropdown menu and click View to generate the information regarding that device. Then select either 

the Protocol 1 to Protocol 2 or Protocol 2 to Protocol 1 button, correlating to the direction you wish to 

see the data. 
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This page is very useful when verifying that all data is mapped somehow from one protocol to another.  

If a data point is not mapped, it will display on this page in a yellow highlighted box. The Display Data 

page will display up to 200 mappings per page, simply navigate to the next page for the additional 

mapping to display.  

 

In the above example, we see the following: 

¶ Modbus register 400001 from Slave 1 is being mapped to AI1 on BACnet 

¶ Nothing is being moved from Modbus register 400002 to AI2 on BACnet because the mapping is 

disabled 

¶ Modbus register 400003 from Slave 1 is being mapped to AI3 on BACnet 

NOTE: If a data point is mapped twice, only the first instance of it will show here. EX: If Modbus 400001 

& 400040 from Slave 1 are both mapped to AI1, only 400001 will show as being mapped to AI1. 

LŦ ǘƘŜǊŜ ŀǊŜ ǾŀƭǳŜǎ ƻŦ ά- - άƻƴ ǘƘƛǎ ǇŀƎŜΣ ƛǘ ƛƴŘƛŎŀǘŜǎ ǘƘŀǘ ǘƘŜ ǎƻǳǊŎŜ Ƙŀǎ ƴƻǘ ȅŜǘ ōŜŜƴ ǾŀƭƛŘŀǘŜŘ ŀƴŘ ƴƻ 

data is being sent to the destination.   

The example below reflects the Modbus to PLC flow of data. The Modbus (left side) is the source and 

the PLC (right side) is the destination. 

¶ The 460 gateway has received valid responses from Modbus registers 400001- 400005 and 

therefore can pass the data on to the PLC tag called MC2PLC_INT. 

¶ The 460 gateway has NOT received valid responses from Modbus register 400011 & 400012. As 

ŀ ǊŜǎǳƭǘΣ ǘƘŜ Řŀǘŀ Ŏŀƴƴƻǘ ōŜ ǇŀǎǎŜŘ ǘƻ ǘƘŜ t[/ ǘŀƎ 9¢/лмψDbлψLb¢н ŀƴŘ ƛƴŘƛŎŀǘŜǎ ǎƻ ōȅ ǳǎƛƴƎ ά- 

- άƛƴ ǘƘŜ ǾŀƭǳŜ ŎƻƭǳƳƴ ƻŦ ǘƘŜ ǘŀōƭŜΦ 
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To view the actual data mappings, click the Edit Mapping button. For more details, see the Data 

Mapping-Explanation section. 

To view the data mappings purely as text, click the View as Text button. For more details, see the View 

Data Mapping as Text section. 
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Display String 
Click the Display String button to view what the values of each Parsing and/or Concatenating strings are, 

you can also click on the Edit Mapping to view the mapping of each string.  

 

To view the source or destination groups from a string, click the dropdown menu to generate the 

information regarding that device. The string data will be displayed in both Hex and ASCII (only the ASCII 

data is sent). The example below shows data that is coming from the source device. A group will be 

displayed for each Parsing/Concatenating String field that is configured.  

 

Lƴ ǘƘŜ DǊƻǳǇ ŘǊƻǇ ŘƻǿƴΣ ά[ƛƴŜмέ ƛǎ ŘŜŦƛƴŜŘ ƻƴ ǘƘŜ !{/LL 5ŜǾƛŎŜ ŎƻƴŦƛƎǳǊŀǘƛƻƴ ǇŀƎŜ ŀƴŘ ά.ŀǊŎƻŘŜ 

{ŎŀƴƴŜǊέ ƛǎ ŘŜŦƛƴŜŘ ƛƴ ǘƘŜ !{/LL tŀǊǎƛƴƎ ŎƻƴŦƛƎǳǊŀǘƛƻƴΦ  
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If there aǊŜ ǾŀƭǳŜǎ ƻŦ ά5ŀǘŀ bƻǘ ±ŀƭƛŘ άƻƴ ǘƘƛǎ ǇŀƎŜΣ ƛǘ ƛƴŘƛŎŀǘŜǎ ǘƘŀǘ ǘƘŜ ǎƻǳǊŎŜ Ƙŀǎ ƴƻǘ ōŜŜƴ ǾŀƭƛŘŀǘŜŘ 

yet and no data is being sent to the destination.   

 

NOTE: You can view the whole string data by clicking on Diagnostics Info drop down and navigating to 

ASCII Diagnostics page. You will also have to select the port you want to view in the dropdown below 

ASCII. 

 

To view the string mappings, click the Edit Mapping button. For more details see the String Mapping-

Explanation section. 

 

NOTE: Only String data types can be mapped to another String data type.  

 

To view the string mappings purely as text, click the View as Text button. For more details see the View 

String Mapping as Text section. 



 

Real Time Automation, Inc. 51 1-800-249-1612 
   

  

Display String use case 

{ŜƴŘƛƴƎ ŀ ƳŜǎǎŀƎŜ ƻŦ άw¢!Σ{ǳǇǇƻǊǘΣwƻŎƪǎέ ŦǊƻƳ ŀƴ !{/LL ŘŜǾƛŎŜ ǘƻ ǘƘŜ w¢! ǳƴƛǘΦ ¢ƘŜ !{/LL tŀǊǎƛƴg 

Configuration would look like my example below. There are more detailed examples of what all the 

fields represent in the ASCII Parsing section.  

 

¢ƘŜ ƳŜǎǎŀƎŜ ƛǎ ōǊƻƪŜƴ ǳǇ ƛƴǘƻ о άDǊƻǳǇǎέ ƻǊ tŀǊǎƛƴƎ ŦƛŜƭŘǎΦ  

 

 

 

To view the Entire message, click on the Diagnostic drop down, select Diagnostics Info. Select ASCII, click 

view, select your Port. Whole data will be in the Last Message Sent Diagnostic box.  
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Data and String Mapping ï Auto-Configure 

The Auto-Configure function looks at both protocols and will map the data between the two protocols 

as best as it can so that all data is mapped. Inputs of like data types will map to outputs of the other 

protocols like data types first. If a matching data type cannot be found, then the largest available data 

type will be used. Only when there is no other option is data truncated and mapped into a smaller data 

type.  

If the Auto-Configure function does not map the data as you want or you want to add/modify the 

mappings, you may do so by going into Manual Configure mode. 

The following are examples of the Auto-Configure function. 

1) This example shows a common valid setup. 

 

a. Both Source values were able to be mapped to a corresponding Destination value. 

2) This example shows how Auto-Configure will make its best guess. 

 

a. The 32-bit Float from the Source location could not find a matching Destination data-type. 

After all other like data types were mapped, the only data type available was the 2nd 32-bit 

Uint data type. Auto-Configure was completed even though the data in the Float will be 

truncated.  
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Data Mapping ï Explanation 

Below are the different parts that can be modified to make up a data mapping. 

 

1) Enable (red box above): Check to enable mapping. If not checked, this mapping is skipped. 

2) Source Field (yellow box above): 

a) Group - Select the data group you set up in the protocol config to use for this mapping.   

b) Start - This is the starting point for this mapping. 

c) End - This is the final point to be included for this mapping. 

3) Manipulation Area (green box above): 

a) Enable the Data Manipulation. This can be enabled for any mapping. 

b) Click Add Math Operation for each operation needed. Up to 3 are allowed unless you are using 

the Scale, Set Bit, or Invert Bit functions. If using Scale, Set Bit, or Invert Bit, then only 1 

operation is allowed. 

c) Select the Operation(s) to perform.  

i) Math Operations are performed in the order they are selected. 

ii) If more than one point is selected on the source, the Math Operations will be performed on 

every point. 

d) Enter the value(s) for the operation.  

  

 

Example of Add (similar for Subtract, 

Multiple, Divide, and MOD). This will 

add a value of 10 to the source field 

before it is written to the destination 

field. 

Example of Scale. This will 

scale the source values from 1-

10 into 1-100 for the 

destination. 

Example of Set Bit (similar to 

Invert Bit). This will take the value 

of the 0th source bit and copy it 

into the value of the 5th 

destination bit. 

4) Destination Field (blue box above): 

a) Group - Select the data group you set up in the protocol config to use for this mapping.   

b) Start - This is the starting point for where the data is being stored. 

c) End - The End point is derived from the length of the source and cannot be modified. 




































































